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Nama serangan : WEB-SERVER Apache Struts Dynamic Method Invocation Remote Code Execution Vulnerability -3 (CVE-2016-3081)

Severity : kritis

Bug ID : 87327

CVE ID : CVE-2016-3081, CVE-2016-3082

Deskripsi :

Apache Struts 2.x sebelum 2.3.20.2, 2.3.24.x sebelum 2.3.24.2, dan 2.3.28.x sebelum 2.3.28.1, ketika Dynamic Method Invocation diaktifkan, memungkinkan penyerang jauh untuk mengeksekusi kode arbitrer melalui metode: awalan, terkait dengan ekspresi dirantai.

Dampak: Penyerang dapat mengeksekusi kode arbitrer melalui eksploit yang sukses dalam konteks perangkat lunak yang rentan.

Sistem Terpengaruh: Solaris, FreeBSD, Windows, Linux, Lainnya Unix, Mac OS

Referensi Tambahan: SecurityFocusBID: 87327

SecurityFocusBID: 91787

SecurityTrackerID: 1035665

ExploitDB: 39756

Solusi :

Nonaktifkan Perizinan Metode Dinamis bila memungkinkan atau tingkatkan ke Apache Struts versi 2.3.20.3, 2.3.24.3 atau 2.3.28.1.