Tanggal : 2018-08-20

Nama Serangan : WEB-OTHER Cisco Prime Data Center Network Manager

Processimagesave.jsp Kerentanan Upload File Sewenang-wenang (CVE-2013-5486)

Severity : kritis

CVE ID : CVE-2013-5486

Deskripsi :

Kerentanan traversal direktori di processImageSave.jsp di Server DCNM-SAN di Cisco Prime Data Center Network Manager (DCNM) sebelum 6.2 (1) memungkinkan penyerang jauh untuk menulis file arbitrer melalui parameter bagan.

Dampak:

Penyerang dapat mengeksekusi kode arbitrer melalui eksploit yang sukses dalam konteks perangkat lunak yang rentan.

Sistem Terpengaruh: Solaris, FreeBSD, Windows, Linux, Lainnya Unix, Mac OS

Referensi Tambahan : ExploitDB: 30008

http://tools.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-20130918-dcnm

Solusi : menghubungi vendor atau penyedia cisco untuk nge patch vulnerabilities perangkat