漏洞编号: CVE-2021-22146

漏洞描述:

漏洞来源: 平台 NVD

链接： https://nvd.nist.gov/vuln/detail/CVE-2021-22146

漏洞披露时间: 07/21/2021

漏洞参考链接:

野外漏洞报告：

https://github.com/magichk/cve-2021-22146

漏洞类型: NVD-CWE-Other

漏洞危害:

漏洞严重性:

CVSS 3.x评分：7.5

CVSS 2.0 评分：5.0

漏洞影响的组件版本:

elastic:elasticsearch:7.13.3

漏洞修复的组件版本:

漏洞成因:

所有版本的 Elastic Cloud Enterprise 在部署的集群中都默认启用 Elasticsearch“匿名”用户。虽然在默认设置下匿名用户没有权限并且无法成功查询任何 Elasticsearch API，但攻击者可以利用匿名用户来深入了解已部署集群的某些细节。

漏洞位置: 未知

漏洞PoC：

https://errorecho.gitbook.io/cve/web/2021/cve-2021-22146

漏洞补丁：下载这个包

<https://www.elastic.co/guide/en/cloud-enterprise/current/ece-manage-elastic-stack.html>

以禁用匿名用户

漏洞处置建议：