**风险告知与规避方案**

**项目编号：**

**项目名称：**

等级测评工作，是指测评机构依据国家网络安全等级保护制度规定，按照有关管理规范和技术标准，对已定级备案的非涉及国家秘密的网络（含信息系统、数据资源等）的安全保护状况进行检测评估的活动。等级测评是合规性评判活动，依据网络安全等级保护的国家有关标准，按照特定方法对信息系统的安全保护能力进行科学公正的综合评判过程。按照国家标准，在等级测评过程中会采用访谈、核查、渗透测试等测评方法，根据不同的方法在等级测评过程中会产生风险，针对在测评过程中产生的相关风险，提出规避方案，如下：

风险一：在等级测评过程中需要对测评对象所在网络部署的机房进行实地核查与检测，在进出机房与针对机房的标准检测过程中会在机房进行停留，对机房以及机房内部署的基础硬件设施的封闭运行和日常巡检等工作可能会产生变量影响。

规避方案：在等级测评过程中，在机房进行的核查工作需向客户单位进行申请并经过有效流程的审批通过后，测评人员方可持证明进入机房。测评人员进入机房后需在管理运维人员的陪同下，在机房内的规定区域进行活动和检查工作。

风险二：在等级测评过程中需要对测评对象所在网络环境中的硬件设备进行检测和核查（包括如安全设备、网络设备、服务器等相关设备），需要对设备进行登录、配置核查、运行情况观察等相关操作，会对相关硬件设备产生变量影响。

规避方案：测评人员在对机房设备进行配置核查工作时全程需由管理人员对设备进行连接、登录、查询等技术操作，测评人员以访谈和观察记录的方式进行核查，在无特殊授权的情况下不得亲自动手操作。测评人员在核查结束时应检查设备的运行情况和状态，删除测试账户和相关测评痕迹，并与管理员确认后方可离场。

风险三：在等级测评过程中需要对测评对象进行漏洞扫描、渗透测试等验证性检测工作，采用接入工具等相关方式对系统进行检测，会对系统产生不同程度的运行影响，如产生攻击警告、系统运行速度变慢或系统运行短暂中断等不同程度的影响。

规避方案：测评人员在进行工具扫描活动前，应提前询问管理员系统应用的业务高峰期和业务运行状态，并与管理员确认最佳扫描时间和工具接入点。测评人员在工具扫描时，需全程在管理员的陪同下进行工具接入、开始扫描、结束扫描（或中断扫描）、拔出工具、恢复系统原样等一系列规定动作。如在扫描过程中出现如系统中断等事故时，应及时中断扫描并配合管理人员进行问题排查和系统恢复。渗透测试人员在进行渗透测试前，需提前与管理人员进行沟通，确认渗透时间与范围，并取得管理人员的授权。

风险四：在等级测评过程中需要进行访谈类检测方式，会产生沟通渠道不通顺、交流产生误差等变量影响。

规避方案：测评人员在测评过程中遇到沟通不通畅问题时，及时与业务对接人员进行沟通与情况说明，尽快排除问题，恢复测评流程。

风险五：不可抗力因素，在等级测评过程中任何因测评方无法控制的因素，包括但不限于地震、水灾、火灾、政府管制、国际或国内限制以及停电、技术故障、电子故障等其他无法预料或防范的不可抗力事件都可能对测评对象的正常运行产生变量影响。

规避方案：测评人员在测评过程中遇到不可抗力因素（包括但不限于地震、水灾、火灾、政府管制、国际或国内限制以及停电、技术故障、电子故障等）无法进行测评活动时，应立即采取保护措施保证安全，在可恢复工作时继续进行测评工作。

上述风险皆为列举事项，未能包括在等级测评中可能出现的所有风险，客户在统一开始测评工作前还应认真的对其他可能产生的风险进行了解和掌握。在等级测评过程中若非由于测评工作人员的操作失误而产生的意外风险所导致的后果由客户自身承担。针对测评过程中遇到的风险类别可采取的防范与应对措施，测评人员与被测评对象管理方应仔细阅读后方可开始测评工作。

本风险告知规避方案请客户认真阅读并仔细考虑，在确认无误无异议后双方进行签字盖章后生效。本告知书一式两份，由双方妥善保存，丢失不予补办。
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