**工具测试授权书**

**项目编号：**

**项目名称：**

授权方：

被授权方：太原清众鑫科技有限公司

兹授权在 年 月 日至 年 月 日，对 XXX系统（二/三/四）级 进行漏洞扫描。

双方就下列事项已达成共识：

1、被授权方所采用的 绿盟远程安全评估系统V6.0 扫描工具对 XXX系统（二/三/四）级 的网络设备、安全设备、服务器、应用等进行漏洞扫描；

2、授权方相关技术人员应全程陪同漏洞扫描工作，漏洞扫描所涉及授权方的设备上机操作完全由授权方人员进行，被授权方进行结果记录；

3、授权方已了解漏洞扫描对信息系统可能会带来如下影响：

a) 对被测网络设备或主机造成异常或停机的可能；

b) 对被测主机上的各种系统服务和应用程序造成异常或终止的可能；

c) 漏洞扫描期间，被测主机上的各种服务的运行速度可能会减慢；

d) 漏洞扫描期间，网络的处理能力和传输速度可能会减慢。

4、授权方在漏洞扫描之前，已针对可能对系统带来的影响和后果，做好了充分应对准备并采取了适当措施。

5、如被授权方不按规定时间或使用不适用的工具对指定系统进行漏洞扫描，由此产生的不良后果由被授权方承担；如被授权方在授权许可范围内开展漏洞扫描活动而对授权方产生的不良后果，授权方同意承担相关风险。

6、被授权方获得或知晓的系统相关信息，仅用于本次测评活动，并且被授权方在法律规定的范围内承担保密责任。

授权方（盖章）： 被授权方（盖章）：

授权代表签字： 授权代表签字：

年 月 日 年 月 日

**附录：**

**测试范围**

|  |  |  |
| --- | --- | --- |
| 设备名称（系统名称） | IP地址/URL | 备注 |
| XX服务器 | XX.XX.XX.XX |  |
| XX服务器 | XX.XX.XX.XX |  |
| XX服务器 | XX.XX.XX.XX |  |
| XX应用软件 | https://XXXXXXX |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |