### Decryption with the RSA Algorithm

Decryption works similarly to encryption:

We look at each number c of the ciphertext and apply the following formulacdmodM

We reassemble the decoded numbers into a sequence of numbers.

Then we use the table again to translate the decoded numbers back into letters. This way we get the original plain text.

The following example will illustrate this process.

Let (d, M) = (47, 143) be the private key we calculated in the key generation example Example: Decryption with the RSA algorithm

above. Please note that we do not need the public key for decryption.

We decode the ciphertext

21. 0 110 110 First, we apply the formula sequence. We receive:27 cd mod M = c47 mod 143 to each number c in the

2. The decoded sequence of numbers is therefore2711011020474747mod143 = 7mod143 = 04747mod143 = 14mod143 = 11mod143 = 11

70 11 11 14

We translate this sequence of numbers with the table back into a sequence of letters and get as plain text Hallo

As you can see, the RSA procedure is quite easy to apply. The greatest difficulty lies in generating the keys. Once these are constructed, the numbers can easily be inserted into the formulas for encryption and decryption and calculated. Please note that in the above examples we have chosen very small prime numbers for illustrative purposes. In practice, much larger numbers are used to increase the security of the system.

The RSA algorithm as described, often known as “textbook RSA,” contains a serious security weakness since the same clear text always results in the same cipher text. In the example above this can be seen in the fact that both instances of the letter “l” in “Hallo” were encrypted by the same cipher text “110.” In practice, one does not encrypt single characters as done in the example, but uses an entire string as the message z to be encrypted. Nevertheless, the basic problem remains that repeatedly encrypting the same clear text will result in the same cipher text.

This property allows a number of different attacks. Furthermore, even if an attacker only knows that the same message (part) was sent repeatedly, this may provide important information, without being able to decrypt the message. To protect against such attacks, we need to modify the RSA algorithm in such a way that repeated messages cannot be recognized as such by an attacker. The standard approach to achieve that is to use some form of “padding” the message, i.e. before encrypting the message, it is extended by adding random characters following defined rules. The receiver can then remove these random characters after decrypting the message.
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