**Satellite and capsule hardening update:**

* Take a snapshot of the VM for both capsule and satellite.
* First node should be capsule to apply the hardening and validate the file systems.
* Reboot the capsule and ensure if httpd service running and reaching satellite with 443 ports.
* Second node should be satellite - > run satellite-maintain service stop.
* Execute script using command mentioned in README command and reboot.
* Start the satellite service back and validate the service - > run satellite-maintain service start.
* Login satellite server and do all sanity checks (cdn sync / capsule sync / test errata install)

###########

**for 2 capsule servers:**

httpd service

X11 rpm's

**for 2 satellite servers:**

update-crypto-policies --set DEFAULT   (the script config is --> update-crypto-policies --set FUTURE)

httpd service

X11 rpm's

###########

**Satellite and capsule hardening and patching update:**

* Take a snapshot of the VM for both capsule and satellite.
* First node should be capsule to apply the patches and validate the file systems.
* Reboot the capsule and ensure if httpd service running and reaching satellite with 443 ports.
* Second node should be satellite - > run satellite-maintain service stop.
* Execute patch command and reboot.
* Do complete basic post check at OS level.
* Start the satellite service back and validate the service - > run satellite-maintain service start.
* Login satellite server and do all sanity checks (cdn sync / capsule sync / test errata install)