**INFORMATION SYSTEMS SECURITY PROGRAM**

**Department of Controlled Substances**

**FYE December 31st, 2015**

# This audit program covers the security over the information systems of the Department of Controlled Substances (DCS). A description of critical agency systems, security controls, and information system structure is documented in the following narrative. These systems support the processes described in the other audit programs comprising this entire audit project.

# The test procedures in this program support the systems security test objectives well as the audit objectives outlined in the program. However, it does not test all internal controls built into information systems used by the Department of Controlled Substances (DCS). System controls that provide for things such as data accuracy and completeness (application controls) should be addressed in the appropriate business process audit program.

## Step 1: Narrative

Provide the detailed narrative of the Agency’s or Institution’s IT Environment as it relates to the audit objectives and financial assertions of the general audit program. Document the internal control processes as they relate to the confidentiality, integrity, and availability of information.

**Step Completed by & Date:** [Group 3 & 04/26/2017]

**Step Reviewed by & Date:** [Insert Name & Date]

**CONTACTS**

Chuck Ross Chief Information Officer

rosscd@vcu.edu 804.XXX.XXXX

Matt Robinett Chief Information Security Officer

robinettmw@vcu.edu 804.XXX.XXXX

**NARRATIVE**

The IT Narrative can be found embedded in the attached document, labeled “DCS IT Narrative.docx”.

[EMBED DOCUMENT]

## Step 2: Scope

Document the scope limitations for this particular project. Be as specific as possible when describing particular systems. Please list specific system names, platforms, and the applications they support. Also, document the reasoning for the scope of this particular program. Include how compensating controls will be evaluated in the absence of documented policies and procedures, or whether a management point is warranted.

*In my opinion, based on the agency’s procedures described above and an evaluation of their internal control structure, the audit procedures listed below are adequate.*

**Group sign/date:** Group 3, 04/26/2017]

**Project Manager sign/date:** [Matt will sign off, and Date]

**SCOPE**

1. **External Network Firewall:** Public-facing networking device, it remains a single point of failure for the Consumer/Sales system and its related system components and business processes. As such, it is the most critical firewall in the DCS network due to it guarding sensitive customer data such as PII, PCI, inventory, and logical information. A compromise of this firewall can result in loss of sensitive information, the ability to conduct mission critical business processes, upkeep time, and loss of revenue.
2. **Security Awareness & Training:** Recent reviews revealed that only 40% of employees have completed timely training. Improper awareness and training of employees can lead to a leakage of sensitive information, further compromise of the organization, and a loss of revenue.

These reviews should give reasonable assurance over core components of the DCS IT environment and help support the conclusions reached in the financial statement audit performed by the financial auditors.

## AUDIT PROCEDURES

## Step 3: Planning

A. Document the discussions and meeting that took place to derive your scope. Include class sessions with instructors, emails/conversations directly with instructors and your cohorts, industry research, and risks you noted in the DCS IT Narrative.

B. Prepare the *DCS Case Study* Excel document and embed it in the planning section.

**Step Completed by & Date:** [Group 3, 04/26/2017]

**Step Reviewed by & Date:** [Insert Name & Date]

* **March 1st, group 3 reviewed the DCS IT narrative.**
* **March 5th, Group 3 began the Planning phase the IT audit and completed the Preliminary Risk Assessment (Step 4).**
* **March 15th, Group 3 started the business line breakdown.**
* **March 18th, Group 3 started to begin reviewing the DCS Audit Scope Declaration and deciding which general controls would be appropriate for the Audit of DCS.**
* **Group 3 noted that one critical general control that needs to be looked into further is the external network firewall if compromised this firewall could result in a loss of sensitive data, the ability of employees to make orders, and customers to make purchases, resulting eventually into a loss of revenue.**
* **March 22nd, Group 3 noted another general control to further look into which is DCS security and awareness training. We found out that only 40% of the employees took the IT Security Awareness & Training session as required by their policy. .**
* **March 29th, Group 3 finished the DCS Audit Scope Declaration and determined two critical general controls to audit; DCS’s security and awareness training and DCS’s external network firewall. Additionally, group 3 sent an evidence request for DCS’s security and awareness training policy and DCS external network firewall.**
* **April 5th, Group 3 received the evidence request and begin reviewing the document in evidence request.**

## Step 4: Preliminary Risk Assessment

Considering the audit risk, fraud risk, internal controls, determine and document the following risks and the supporting information for the system security process:

\*Control risk is the risk that an error could occur in an audit area, and which could be material, individually or in combination with other errors, but the internal control system will not prevent or detect and correct the error on a timely basis.

**Step Completed by & Date:** [Group 3 03/05/2017]

**Step Reviewed by & Date:** [Insert Name & Date]

**PRELIMINARY RISK ASSESSMENT**

Auditor determined that the preliminary control risk is***high****.*

After reviewing the IT Narrative and Scope documents, Group 3 has determined that the preliminary control risk is high. We noted the following deficiencies in DCS general controls IT Systems/Data Backup and Restoration, IT Systems and Data Security, IT Security Awareness & Training, Logical Access Controls, IT Change and Control Management, Firewall Security, VPN Security, C/S Oracle Database Security, C/S Web Application Review (WIMS), and IT Risk Assessment.

## TEST WORK

While the Confidentiality, Integrity, and Availability of information relating to financial statements are maximized through a mature Information Security Program and the concept of “defense-in-depth”, that is, there is an exponential relationship between the layers of information security controls in place to the level of protection achieved; the audit test work in this program is focused and based on the identified risks above.

## Step 5: Security & Awareness Training

**Contacts** (Name, Title, and Contact info):

Chuck Ross Chief Information Officer

rosscd@vcu.edu 804.XXX.XXXX

Matt Robinett Chief Information Security Officer

robinettmw@vcu.edu 804.XXX.XXXX

**Step Completed by & Date:** [Group 3 & 4/13/2016]

**Step Reviewed by & Date:** [Insert Name & Date]

**Conclusion:** After reviewing the Security and Awareness Training policy and procedures and all the documents to go with it, Group 3 determined during fieldwork that DCS doesn’t have a separation of duties policy or anything in regards to separation of duties. Furthermore, Group 3 found that additionally in regards to access controls, that DCS doesn’t have such a policy. There is no policy that mentions access controls including creating and changing passwords. Also Group 3 noted that DCS doesn’t have any information about remote access in any of their policies, as well as no policy in place for intellectual property rights. Group 3 noted that all DCS employees receive the same security and awareness training regardless of their role and level of expertise. Additionally Group 3 noted that there is no designated individual to monitor and maintain signed acknowledgement forms of Security and Awareness Training. Lastly, Group 3 noted that no technical security training is provided for all individuals involved in information resources.

**Deemed Not Reasonable- See Observations “Security and Awareness Training”**

**Step 1: (Policy Existence)**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  |  | Yes | No | N/A |
| A. | Does the Agency have a documented Security Awareness and Training Program Policy & Program? | X |  |  |
|  |  |  |  |  |

**Step 2: (Policy Completeness)**

Obtain and review the Agency’s IT Security Awareness and Training Policy and Program and determine whether it requires:

1. The development of a Security Awareness and Training Program so that each IT system user is trained in regards to the following concepts:

1) General Concepts to include

a. The agency's policy for protecting IT systems and data, with a particular emphasis on sensitive IT systems and data;

b. The concept of separation of duties;

c. Prevention and detection of IT security incidents, including those caused by malicious code;

d. Proper disposal of data storage media;

e. Access controls, including creating and changing passwords and the need to keep them confidential;

f. Agency acceptable use policies;

g. Agency Remote Access policies; and

h. Intellectual property rights, including software licensing and copyright issues.

a. The agency's policy for protecting IT systems and data, with a particular emphasis on sensitive IT systems and data

Auditor Camper reviewed the document DCS Internet and acceptable use policy in the section labeled protecting information and shared documents.doc, on page 2, bullet point 4. The document states “Not to copy or save sensitive data to mobile or removable devices including, but not limited to laptops, iPads, smart phones, CDs, DVDs, USB drives, external hard drives (unless encrypted and authorized by the CEO).”

Deemed Reasonable

b. The concept of separation of duties

Auditor Camper reviewed all of DCS security and awareness training documents and found that DCS has no concept of separation of duties. Auditor Camper sent a evidence request to verify whether or not DCS has any policies regarding separation of duties and DCS on 04/12/2017. DCS replied back on 04/12/2017 to inform the Audit group they had no such policy regarding separation of duties.

Conclusion Deemed Not Reasonable, Improve Security and awareness training

c. Does DCS have a prevention and detection of IT security incidents, including those caused by malicious code?

Auditor Camper reviewed the document DCS Internet and acceptable use policy.doc in the section labeled proper use of resources, on page 2 under the section “Proper Use of Resources”. Additionally, Auditor Camper found that DCS requires that all laptop devices have firewall protection installed on the system which is found in the document DCS Electronic Media Policy on page 2 of the policy section under, laptops

Deemed Reasonable

d. Proper disposal of data storage media

Auditor Camper reviewed the document DCS Electronic Media Policy.doc in the section called “policy”. Subsection A starting on page 1, states that no one besides the ITO staff should dispose of any DCS hard drives, prior to disposing a DCS computer you must remove the hard drive, and all DCS hard drives must be physically destroyed and to never be recycled. Subsection B of the policy section on page 2, states that all laptops may only be disposed of only by the ITO staff. Likewise, for all forms of removable media must be given to the ITO staff so they can properly dispose of the media.

Deemed reasonable

e. Does DCS access controls, including creating and changing passwords and the need to keep them confidential?

Auditor Camper, reviewed the document DCS Internet and acceptable use policy.doc in the section labeled “Authorized Use” on page 1. DCS states that users’ of the system cannot give out their user information. Additionally, in the section called “protecting information and shared resources” the document states that users have actively manage their passwords. Auditor Camper sent a evidence request to verify whether or not DCS has a policy in place for access controls, including creating and changing passwords and the need to keep them confidential, on 04/12/2017. DCS replied back on 04/12/2017 to inform the Audit group they had no such policy regarding access controls, including creating and changing passwords and the need to keep them confidential.

Conclusion Deemed Not Reasonable, Improve Security and awareness training

f. Agency acceptable use policies

Auditor Camper, reviewed the client audit response from DCS which include a document called DCS internet and acceptable use policy.doc which listed all acceptable uses of DCS agency devices

Deemed reasonable

g. Agency Remote Access policies

Auditor Camper, reviewed DCS’s security awareness and training documents and noted that in none of the documents does inform users about the remote access policy

Conclusion Deemed Not Reasonable, Improve Security and awareness training

h. Intellectual property rights, including software licensing and copyright issues

Auditor Camper reviewed all of DCS security awareness and training documents and found no policy or procedure on how to protect DCS intellectual property. Additionally, Auditor Camper sent a evidence request to verify whether or not DCS has a policy in place for intellectual property rights, including software licensing and copyright issues, on 04/12/2017. DCS replied back on 04/12/2017 to inform the Audit group they had no such policy regarding intellectual property rights, including software licensing and copyright issues.

Conclusion Deemed Not Reasonable, Improve Security and awareness training

2) Position appropriate security awareness content (i.e. positions affected by HIPAA, FERPA, PCI; data owner; system owner)

Auditor Camper reviewed DCS IT Security Awareness and Training policy and noted regarding evidence of additional training for specific positions dealing with sensitive customer data. That all DCS employees received the same security and awareness training regardless of their role. Additionally, those employees who are privileged users are expected to use their institutional and degree knowledge in lieu of supplementing additional knowledge.

**Deemed Not Reasonable**

1. IT security training before (or as soon as practicable after) IT system users receive access rights to the agency’s IT systems and annual refresher training in order to maintain these access rights. Implementation of a process to monitor and track completion of IT security training.

Auditor Camper reviewed DCS Information Security Awareness Policy document. In the Information Security Awareness Program, Section 1 states that anyone who uses DCS-owned systems, network equipment, or computer equipment, must read and sign the DCS Internet and Acceptable Use Policy before any system or network access is granted. New employees are given a chance to ask questions about this document during the Information Security Awareness Training. Information Security Awareness Training is mandatory for all new employees and performed annually during the employee review period.

**Deemed Reasonable**

1. Designate an individual who is responsible for all aspects of an agency’s security awareness and training program including development, implementation, testing, training, monitoring attendance, and periodic updates.

Auditor Camper reviewed DCS IT Security Awareness Policy and found that the Chief Information Security Officer (CISO) is responsible for developing the Security Awareness Program. Supervisors and Managers are responsible for ensuring that employees under their supervision have access to information security resources and they are compliant with the aforementioned policies and procedures. The CISO is responsible for keeping this policy current.

**Deemed Reasonable**

1. All IT system users, including employees and contractors, receive IT security awareness training annually or more often as necessary.

Auditor Camper reviewed the document DCS information security awareness policy.doc, and noted that all employees participated in mandated DCS security and awareness training. on page 2 subsection 3 in the information security awareness training is required to be administered to new and current employees. Additionally the IT security and awareness training is administered annually.

Deemed reasonable

1. Provide additional role-based IT security training commensurate with the level of expertise required for those employees and contractors who manage, administer, operate and design IT systems, i.e.
2. System Owners, Data Owners, and System Administrators,
3. IT Disaster Recovery team members, and
4. IT security Incident Response Team members.

Auditor Camper reviewed the DCS Audit Response - IT Security Awareness Training.doc and noted in the evidence request in section 4, regarding evidence of enhanced/additional training for privileged individuals involved in managing, administering, designing, developing, implementing, and/or maintaining information resources. That all DCS employees received the same security and awareness training regardless of their role and those employees who are privileged users use their institutional and degree knowledge to supplement additional knowledge. Employees institutional knowledge does not supplement additional training for specific IT role- based jobs.

Deemed Not Reasonable

1. The ISO (or designated individual) monitors attendance and maintains signed acknowledgement forms.

Auditor Camper reviewed DCS Audit Response Document and in Section 2 found the DCS Employee Listings Document of when DCS employees signed security acknowledgement forms. However after reviewing IT Security Awareness Training doc, Auditor Camper determined that there is no such policy in place that designates an individual to monitor attendance and maintain signed acknowledgement forms. There is a policy in place that says the CISO is responsible for developing an Information Security Awareness Program, but nothing about maintaining signed forms.

**Deemed Not Reasonable**

**Step 3: (Procedural & Control Implementation)**

1. Determine whether security awareness training or a security awareness refresher training is provided to all employees and contractors at hire and annually thereafter and if the Agency maintains signed acknowledgements.

Auditor Camper reviewed the DCS Information Security Awareness Policy and Program document. Auditor noted that Information Security Awareness Training is mandatory for all new employees and performed annually during the employee review period. After reviewing DCS Employee Listings.xlsx file. Auditor reviewed DCS Employee Listing document determined that security awareness and training was not taken by all employees and contractors. All employee are responsible and must take the training annually.

Deemed Not Reasonable

1. Determine whether technical security training is provided for all individuals involved in managing, administering, designing, developing, implementing, and/or maintaining information resources.

Auditor Camper requested evidence that training was provided for all individuals in managing, administering, designing, developing, implementing, and/or maintaining information resources. Auditor received the evidence as showing below, and noted that all employees receive the same training regardless of job title. DCS does not provide enhanced training.

![kk.PNG](data:image/png;base64,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)

Deemed Not Reasonable

## Step 6: External Network Firewall

**Contacts** (Name, Title, and Contact info):

Chuck Ross Chief Information Officer

rosscd@vcu.edu 804.XXX.XXXX

Matt Robinett Chief Information Security Officer

robinettmw@vcu.edu 804.XXX.XXXX

**Step Completed by & Date:** [Group 3, 04/26/2017]

**Step Reviewed by & Date:** [Insert Name & Date]

**Conclusion:** After reviewing all of the DCS Audit Response documents to the Firewall for External Network, including the Juniper NetScreen DCS Security Report document, Group 3 has determined that DCS does not have vendor supported firewall system software. The operating system DCS is currently running id Juniper OS 6.2. This operating system has not been supported since 2005. Additionally, after consulting with DCS Group 3 determined that DCS does not have a policy in place or definite plan regarding patches, but administer patches as they become available. Group 3 also noted that DCS does not have a policy in place implementing patches to their firewall, and that DCS that they deliver patches as they become available. This policy is important to have, since the Juniper OS that DCS uses is no longer being supported by Juniper.

**Deemed Not Reasonable- See Observations “External Network Firewall”**

1. Evaluate the placement of the device in the network for segmentation purposes. Determine whether the placement is reasonable.

Auditor Camper reviewed the DCS Network Diagram in the DCS IT Narrative document and determined that the firewall is placed in the external network protecting the WIMS and POS applications. These two applications contain sensitive data. The placement of this is understood.

**Deemed Reasonable**

1. Determine if the firewall system software is vendor-supported and patches are current. Determine if a process exists to apply patches.

Auditor Camper reviewed the client audit response document and noted that in section 1 called the 1. Current firewall software version., DCS is running Juniper OS 6.2, which hasn’t not been supported since 05/15/2005, Additionally, after looking at the Firewall for External Network and Juniper Netscreen DCS security report.doc to find if they implement patches to the system Auditor Camper came back with no findings regarding implementation of patches and upon further review. Auditor Camper sent an evidence request to verify if they have a policy regarding implementation of patches and they said no they do not have a definitive plan on installing patches but they do administer patches as they become available. Auditor Camper sent an evidence request to verify whether or not DCS has a policy in place implementing patches to the firewall, on 04/14/2017. DCS replied back on 04/14/2017 to inform the Audit group they deliver patches as they become available. This process is not acceptable due to the current firewall being no longer being supported by Juniper.

**Deemed Not Reasonable**

1. Determine who has access to update the firewall configuration file and if that access is documented, approved, and reasonable. Determine if each administrator has individual admin accounts.

Auditor Camper reviewed the Firewall for External Network.doc and found that the access to the firewall configuration file is controlled through Logical Access policies and is executed by active directory permissions. The document had a list inside provided by DCS of specific employees who have access to this firewall configuration file.

**Deemed Reasonable**

1. Obtain a copy of the agency’s/institution’s latest vulnerability scan and determine if action was taken against critical items.

Auditor Camper reviewed the Firewall for External Network.doc and found that DCS does not scan for or take action against vulnerabilities due to the affects it has on the WIMS application the firewall protects. This leaves their firewall vulnerable to malicious users.

**Deemed Unreasonable**

1. Determine if communication is encrypted over the network when administering the firewall so that authentication data is protected.

Auditor Camper reviewed the Firewall for External Network document and found that the SSH protocol provides complete encryption of the network packets between the connecting client and the server. Section 3.4.3 of the Juniper NetScreen DCS Security Report Document is where Group 3 found evidence of the SSH connections .

**Deemed Reasonable**

1. Determine if the agency/institution requires, performs, and documents periodic connectivity monitoring. Determine if the agency follows-up on suspicious activity.

Auditor Camper reviewed the Firewall for External Network document and found that in section 5 labeled Connectivity Monitoring, the DCS informed the auditor that they do not scan for vulnerabilities because the scan will break the WIMS application it protects.

**Deemed Not Reasonable**

## Step 2 – Vulnerability Scanner Report Review

**Objective:**  
*A vulnerability scanner is used to automatically identify weaknesses in the firewall’s configuration file as compared to industry best practices.*

**Control:** *An automated vulnerability scanner is periodically used to test and identify weaknesses in the firewall configuration files used by the agency/institution.*

**Step Conclusion:**After using the vulnerability scanner and reviewing the Juniper NetScreen DCS Security Report document and other documents pertaining to the Firewall for the external network, Group 3 has determined that the current operating system version that DCS is using for their external firewall network is out of date. DCS is using Junos 6.2 which hasn’t been supported since 2005 (the most recent version of Junos is 17.1). Group 3 also noted that the vulnerability scanner found two “critical” findings; however after consulting with DCS, group 3 found that these findings were false positives. Furthermore, Group 3 noted that the vulnerability scanner found one other “high” finding in its report. Group 3 determined that the Telnet system does provide encryption or encoding. DCS reported to Group 3 that they use this service because of a vendor's technical limitations, and have asked them to change services, but cannot force them to do so.

**Deemed Not Reasonable- See Observations “External Firewall Network”**

**Step Completed by:** [Group 3, 04/26/2017] **Step Reviewed by:** [Reviewer’s name], [Date]

**Firewall Vulnerability Scanner Report Review**

1. **Firewall Operating System**

Determine what version of the operating system the firewall is running and compare the reported version to the most current vendor version.

Auditor Camper, reviewed DCS’s current firewall operating system and noted that on the DCS Audit Response - Firewall for External Network.doc under the section Current firewall software version and noted that DCS is currently running junos 6.2 which hasn’t been supported since 05/15/2005 and the most recent version of Junos is 17.1.

**Deemed Not Reasonable**

1. **Critical Findings**

*Examine all critical findings that are listed in the Firewall Vulnerability scan.*

List all findings labeled “Critical” by the Vulnerability Scanner. Provide the agency’s response to these findings and determine if they are false positives or actual findings.

Auditor Camper reviewed the Juniper Netscreen DCS Security Report and found the following “Critical” findings:

1.) In section 2.2 of the Juniper NetScreen document, Nipper determined that two rules allowed access between entire network address source and destinations with relaxed source port and destination services. A weak policy list configuration could allow a malicious user to gain unauthorized access. When Auditor Camper asked DCS about these two rules, DCS informed Auditor Camper that the two rules were part of their X11 service, which allows machines already on the network to talk to any other machine on the same network. These two rules are necessary for DCS business purposes. DCS does not believe the two rules present a risk to the organization, because these rules allow traffic only on the internal portion of their network. After consulting with DCS Group 3 has determined that these are false positives.

**Deemed Reasonable**

2.) In section 2.3 of the Juniper NetScreen document, Nipper determined 14 rules that allow access from any source address to any destination address and service. With a weak network filtering, the DCS external firewall would not prevent access to the network address and services detailed in the finding. These are actual findings, not false positives. Like the critical finding above, when Auditor Camper emailed DCS about these findings, DCS responded by stating that these rules provide for peer-to-peer networking for on-network machines and do not provide external access via LAN and Zone distribution of the internal networks After consulting with DCS Group 3 determined that these findings were false positives.

**Deemed Reasonable**

1. **High Findings**

*Examine all high findings that are listed in the Firewall Vulnerability scan.*

List all findings labeled “High” by the Vulnerability Scanner. Provide the agency’s response to these findings and determine if they are false positives or actual findings.

Auditor Camper reviewed the Juniper Netscreen DCS Security Report and found that section 2.4 Clear Text Telnet Service Enabled was a high finding during the Firewall Vulnerability scan. The Telenet is used to provide remote command based access to a variety of devices and is commonly used on network devices for remote access. The protocol provides no encryption or encoding. Nipper determined that the Telnet service was enabled on DCS-LL-D-FW01. An attacker or malicious user who was able to monitor the network traffic between a Telnet server and client would be able to capture authentication credentials and any data. When Auditor Camper emailed DCS about this finding, DCS replied by stating that they use Telnet because of an external vendor that requires the use of Telnet to send orders. This is due to the vendor’s own technical limitations with the internal ordering applications. DCS has asked the vendor to to choose another method of data transmission, but cannot force them to do so. After consulting with DCS, Group 3 determined that these were actual findings, not false positives.

**Deemed Not Reasonable**

1. **Password Configuration**

Determine if users are configured with strong passwords.  
Password parameters must meet the following complexity checks:

* 1. Require at least 8 characters
  2. Require 3 of the following:
     + Special Characters
     + Alphabetical Characters
     + Numerical Characters
     + Upper and lower case letters

Also determine the encryption type and privilege level of each user for reasonableness.

Auditor Camper reviewed the Juniper NetScreen DCS Security Report and found in section 3.5.2 and determined that the password parameters for the Primary Admin have met the complexity check and are encrypted by NetScreen.

Deemed Reasonable

## WRAP-UP

## Step 8: Observations

A. Develop observations for management letter comments and project manager. Communicate impact of audit findings on the auditors’ testwork. Document the results.

B. Obtain and document management response to management points. Document final assessment of management point to determine if point is written (in report) or verbal.

C. Include a write up of the controls in place and/or any weaknesses (findings) in a format that can be used for the next years audit planning meeting.

**Step Completed by & Date:** [Group 3 05/01/17]

**Step Reviewed by & Date:** [Insert Name & Date]

**MANAGEMENT POINTS**

Auditor developed a total of 2 potential management recommendations:

|  |  |  |
| --- | --- | --- |
| **OBS#** | **PY MP Title** | **Step #** |
| 1 | Security & Awareness Training | 5 |
| 2 | External Firewall | 6 |

Auditor communicated potential observations to: ISO Matthew Robinett on 04/12/17, 04/20/17, 04/24/17, 04/26/17

On 4/12/17, Auditor Camper emailed the ISO Matt Robinett regarding the security and awareness training policy. Auditor Camper was looking over DCS Security and Awareness training in our client response document and I would like to verify that these noted that their were somethings missing in your response they include:

General Concepts

-The concept of separation of duties

-Access controls, including creating and changing passwords and the need to keep them confidential

-Intellectual property rights, including software licensing and copyright issues

DCS responded by saying”We have recently undergone an organizational change with respect to our Information Security Analyst. We had our previous analyst move on to another organization eight months ago and was in the process of updating our IT Security Awareness and Training Program. As such, we have identified gaps in our policies and plan to update them in the following calendar year”

On 4/14/17, Auditor Camper emailed the ISO Matt Robinett regarding the external network firewall. Auditor Camper was looking over DCS's firewall for external network in our client response document and I would like to verify if DCS has a methodology for implementing patches to their firewall OS. We wanted to verify that this information isn't any other policy before we move on with the final audit work

DCS responded by saying “Our policy is to install patches when they become available. I'm not aware of a specific written statement requiring this, but we understand the need based on industry best-practices”

On 4/20/2017, Auditor Camper emailed ISO Matt Robinett about the Juniper NetScreen DCS Security Report Findings. Auditor Camper noted that the security report found two “critical” findings, and one “high” finding. Mr. Robinett was asked about the findings, and on 4/24/2017 he responded by saying that the two “critical” impact findings were part of DCS X11 service which allows machines on their network to talk to any other machine on that same network. Also Mr. Robinett noted these rules are necessary for DCS’s business purposes and don’t present a risk to the organization. After consulting with DCS, Auditor Camper noted that these two critical findings were false positives, and that it was deemed reasonable. However with the “high” finding in the security report of Telnet not using encryption, DCS responded by saying that they use Telnet because of an external vendor that requires the use of Telnet to send orders. DCS understands that Telnet sends cleartext, but cannot do business with them otherwise. DCS has stated that they have asked the vendor to choose another method of data transmission but can’t force them to do so. After consulting with DCS, Auditor Camper determined that this “high” impact finding is not a false positive and deemed it not reasonable.

Auditor officially provided DCS the observations on 5/3/2017. The Observations are embedded below:

[EMBED OBSERVATIONS]

DCS provided a response to the recommendations on 5/7/2017.

Auditor noted that DCS did concur with Group 3’s findings. On 5/7/2017, DCS management responded to the observations listed in fieldwork, via email. In this response, DCS management responded to the observations listed in fieldwork, via email. In this response, DCS concurred with the observations and provided a corrective action plan that will be distributed internally amongst relevant parties. Plans to address these concerns should occur in 2018.

Auditor determined that, based on Management’s response, 2 observations will be included in the report.

## Step 9: Final Risk Assessments

Perform final assessment of control risk. If control risk is changed then impact must be considered and documented.

**Control risk** is the risk that an error could occur in an audit area, and which could be material, individually or in combination with other errors, but the internal control system will not prevent or detect and correct the error on a timely basis.

**Step Completed by & Date:** [Group 3 & 5/10/2017]

**Step Reviewed by & Date:** [Insert Name & Date]

**FINAL RISK ASSESSMENT**

*Auditor Camper determined that the preliminary control risk is* ***high***

*The external gateway firewall is used to facilitate the exchange of data for the Consumer/Sales system and provides access for vendors, contractors, and DCS employees. This firewall is a single point of failure for the Consumer/Sales system, which provides mission essential functions, and cannot be checked for vulnerabilities. If the firewall was breached the business would be temporarily or even permanently unable to operate .*

*Security Awareness & Training is too general. There doesn’t exist proper training for niche specific jobs. Improperly trained employees leave policies and procedures up for personal interpretation which could then lead to misinterpretation and the spread of misinformation.*

## Step 10: Conclusion

Conclude to audit program objectives. All auditors completing testwork need to sign and date conclusion.

**Group sign/date:** [Group 3 and 05/10/2017]

**Project Manager sign/date:** [Matt will sign off, and Date]

**CONCLUSION**