**Current Progress of Bug Bounty**

1. Studied basic concepts about bug bounty
2. Hackone.com account created and studied hacktivity activities.
3. Studied Hacker101 basic hacker tools.
4. Learning videos and materials mainly about Burpsuite , OWASP ZAP , Metasploit.
5. Configured Docker setup for sample vulnerable web site (DVWA).
6. Further studying CTF.
7. Further studying different tools and vulnerability identification methods.
8. Next step is to attack web sites published in hackerone.com.
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