• College degree or equivalent and minimum 4+ years related work experience required.

• Good understanding of Cloud Computing fundamentals.

• Experienced with one or more Cloud Platforms - Amazon Web Services (AWS), Azure or Google Cloud Platform (GCP), etc.

• Experience with deployment orchestration, automation, and security configuration management (Jenkins, Puppet, Chef, etc) preferred.

• Experience working with cloud security and governance tools, cloud access security brokers (CASBs), and server virtualization technologies.

• Familiarity using AWS Cloud Services (EC2, DynamoDB, API Gateway, RDS, Lambda, CloudFront, CloudFormation, CloudWatch, Route 53, etc.)

• Experienced with Ansible, including Developing/Updating Ansible Roles.

• Experience with CI/CD tools such as GitHub/Bitbucket, Jenkins, Bamboo, etc.

• Excellent problem solving and troubleshooting/debugging skills.

• Excellent analytical and troubleshooting skills; verbal and written skills.