**Workshop3 Q & A**

* SSO: is it enabled at the Enterprise level or the Organization level?

SSO is enabled at organization level. <https://github.com/enterprises/gilead-sciences-inc/sso>

* GitHub handle—what if your Gilead network ID is already taken by someone else?

Github handle should be a uniq one to the github.com ( it may or may not be same as gilead network id)

* On Members tab, all the people show “no verified account,” even though they used their Gilead network ID.  
  At enterprise level or at Org level , if we can add gilead.com at verified domain, it will show as verified email.
* On the Members tab, is there a way to see peoples’ names who have been added (instead of their network ID (so see Kalyani Thummapudi instead of kthummapudi)?  
    Only github handle is visible. If we configure in our local using “git config” , then it will show the full name.
* Why does 2FA shows x for all members?  
  Since Gilead is using Gilead’s 2FA , not the Github provided 2FA , it is showing like that.

* Verify: How long is the Audit Log kept?  
  For audit logs - audit events from the last 90 days are viewable via the GitHub.com UI but you can view the entire audit log history via the export functionality available on the enterprise audit log view ([https://github.com/enterprises/](https://apc01.safelinks.protection.outlook.com/?url=https%3A%2F%2Furldefense.com%2Fv3%2F__https%3A%2Fgithub.com%2Fenterprises%2F__%3B!!Dq7g1IpY!1fa0GoLYIc2_zRJT3VcOty44u-y9nNqc0Nwf07lvxDnvZu5P1IblgyR5688s56ncyfxyjQ%24&data=02%7C01%7Ckalyani.t%408kmiles.com%7C4de6d1f857a440a43ac608d80d678983%7C39282642841847f5bdec4c1dfbcf42e9%7C0%7C0%7C637274085650411131&sdata=%2BuBzP0UoIDKYWhgfo%2BeyVkd7MxO8gtIcdbvwyx8jq0w%3D&reserved=0)<ENTERPRISE-NAME>/settings/audit-log)

You can also access audit log entries a 100 at a time to the beginning of audit log activity via the GitHub GraphQL API [https://github.blog/2019-06-21-the-github-enterprise-audit-log-api-for-graphql-beginners/](https://apc01.safelinks.protection.outlook.com/?url=https%3A%2F%2Furldefense.com%2Fv3%2F__https%3A%2Fgithub.blog%2F2019-06-21-the-github-enterprise-audit-log-api-for-graphql-beginners%2F__%3B!!Dq7g1IpY!1fa0GoLYIc2_zRJT3VcOty44u-y9nNqc0Nwf07lvxDnvZu5P1IblgyR5688s56mWDpRL3A%24&data=02%7C01%7Ckalyani.t%408kmiles.com%7C4de6d1f857a440a43ac608d80d678983%7C39282642841847f5bdec4c1dfbcf42e9%7C0%7C0%7C637274085650421127&sdata=0v%2BVz5%2Fzac1HSSN6NPhl7WdKafcmUPyXsIurYIBxXKc%3D&reserved=0)

So technically all audit logs are available to you at any time, but only 90 days via UI.

For additional support with reviewing audit logs, Gilead team members can reach out to Enterprise Support via [https://enterprise.githubsupport.com/hc/en-us/requests/new](https://apc01.safelinks.protection.outlook.com/?url=https%3A%2F%2Furldefense.com%2Fv3%2F__https%3A%2Fenterprise.githubsupport.com%2Fhc%2Fen-us%2Frequests%2Fnew__%3B!!Dq7g1IpY!1fa0GoLYIc2_zRJT3VcOty44u-y9nNqc0Nwf07lvxDnvZu5P1IblgyR5688s56leBdnA0w%24&data=02%7C01%7Ckalyani.t%408kmiles.com%7C4de6d1f857a440a43ac608d80d678983%7C39282642841847f5bdec4c1dfbcf42e9%7C0%7C0%7C637274085650421127&sdata=AixjrRCCKuwR1%2BBb6biT2JAlxSvjkzp0caX7zXC5H1c%3D&reserved=0)

* Clarify: What does the Audit Log capture?  
  The audit log allows organization admins to quickly review the actions performed by members of your organization. It includes details such as who performed the action, what the action was, and when it was performed.  
  <https://help.github.com/en/github/setting-up-and-managing-organizations-and-teams/reviewing-the-audit-log-for-your-organization#accessing-the-audit-log>
* Clarify on Org deletion (and renaming) if this function can be locked down? If not, is there a restoration process? Does Ent. Admin have a list of deleted orgs? Is there an escalation process with GitHub for restoring them?  
  As per Github documentation, Once you delete an organization, GitHub cannot restore your content. But Github support may be able to restore with a P1 request. Srini will confirm on this.
* Confirm how long deleted repos are kept.  
  A deleted repository can be restored within 90 days.

To Dos:

* Update documentation to clarify getting GitHub handle prior to requesting access.  
  Work in progress
* Need to clarify in UG with images and text how to help people not confuse their personal GitHub accounts with their Gilead one.  
  Work in progress
* Cover forking as part of repo workshop  
  Will add it in developer’s workshop