**Ví dụ 1:**  
🔐 **Mật khẩu:** T0iY3u$achVaTr@  
**Cách nghĩ:** Dựa trên câu “Tôi yêu sách và trà” → viết liền, thay chữ bằng số và ký tự đặc biệt:

* “o” → “0”, “e” → “3”, “a” → “@”, thêm “$” cho “sách”.  
  **Giải thích:** Mạnh vì dài 13 ký tự, gồm chữ hoa, thường, số và ký tự đặc biệt; dễ nhớ vì gắn với sở thích cá nhân.

**Ví dụ 2:**  
🔐 **Mật khẩu:** D0cP@tr1ot!2025  
**Cách nghĩ:** Dựa trên câu “Doc Patriot 2025” (năm yêu thích hoặc dễ nhớ) → thay “o” bằng “0”, “a” bằng “@”, “i” bằng “1”, thêm “!” để tăng bảo mật.  
**Giải thích:** Mạnh vì có đủ loại ký tự, độ dài 14 ký tự; dễ nhớ vì dựa trên cụm từ quen thuộc có ý nghĩa riêng.

👉 **Nhận xét chung:** Cả hai mật khẩu đều **khó đoán nhưng dễ nhớ** nhờ mẹo **viết tắt câu quen thuộc + thay ký tự thông minh**, đáp ứng đầy đủ tiêu chí của mật khẩu mạnh.