**1.** [**https://www.vietcombank.com.vn**](https://www.vietcombank.com.vn) **→ ✅ An toàn**  
**Lý do:**

* Có giao thức **HTTPS**, dữ liệu được **mã hóa khi truyền đi**, giúp bảo mật thông tin.
* Tên miền chính thức **“.com.vn”** trùng với **ngân hàng Vietcombank**, là tổ chức uy tín và đáng tin cậy.

**2.** [**http://secure-vietcombank-login.com**](http://secure-vietcombank-login.com) **→ ❌ Không an toàn**  
**Lý do:**

* Dù có chữ “vietcombank” nhưng **không phải tên miền chính thức** của ngân hàng (thêm “-login.com” là dấu hiệu giả mạo).
* Dùng **HTTP**, không có mã hóa, dễ bị đánh cắp thông tin đăng nhập.

**3.** [**https://facebook.com**](https://facebook.com) **→ ✅ An toàn**  
**Lý do:**

* Sử dụng **HTTPS**, bảo vệ kết nối an toàn.
* Là **tên miền chính thức** và được xác minh của Facebook.

**4.** [**http://free-gift-now.info**](http://free-gift-now.info) **→ ❌ Không an toàn**  
**Lý do:**

* Dùng **HTTP** không bảo mật, dữ liệu có thể bị chặn hoặc sửa.
* Tên miền **“.info”** và cụm từ “free gift” thường được dùng trong **trang lừa đảo hoặc spam** để dụ người dùng nhấp vào.