**1. Thông tin nhạy cảm bị lộ (3 thông tin):**

* **Ngày sinh:** 08/09/2002
* **Địa chỉ nhà:** Số 123, đường Lê Lợi
* **Tên thật (người đăng):** hiển thị công khai trên tài khoản Facebook

**2. Tin tặc có thể lợi dụng các thông tin này như sau:**

* **Ngày sinh** có thể bị dùng để **đoán mật khẩu** hoặc **xác minh danh tính giả mạo** (ví dụ: khôi phục tài khoản, mở tài khoản ngân hàng).
* **Địa chỉ nhà** có thể bị **lợi dụng cho hành vi trộm cắp, quấy rối hoặc lừa đảo trực tiếp**.
* **Tên thật + ngày sinh** giúp kẻ xấu **tạo hồ sơ giả mạo**, **lừa người quen** hoặc **chiếm đoạt danh tính**.

**3. Ba cách bảo mật thông tin cá nhân khi dùng mạng xã hội:**

1. **Không đăng công khai thông tin cá nhân nhạy cảm** (ngày sinh, địa chỉ, số điện thoại).
2. **Giới hạn quyền riêng tư** — chỉ cho bạn bè đáng tin xem bài viết, không để chế độ “Công khai”.
3. **Sử dụng mật khẩu mạnh và xác thực hai bước (2FA)** để bảo vệ tài khoản khỏi bị xâm nhập.