**1. Các loại phần mềm độc hại tương ứng:**

* 💀 **Virus:** Gây máy chạy chậm, quạt kêu to, chiếm tài nguyên hệ thống.
* 📢 **Adware:** Tự hiển thị nhiều cửa sổ quảng cáo, làm phiền và có thể dẫn đến trang độc hại.
* 🔒 **Ransomware:** Mã hóa file và đổi đuôi sang **.locked**, yêu cầu tiền chuộc để mở lại.

**2. Cách xử lý ngay khi phát hiện các dấu hiệu trên:**

1. **Ngắt kết nối Internet ngay** để ngăn chặn lây lan hoặc gửi dữ liệu ra ngoài.
2. **Chạy phần mềm diệt virus uy tín (Windows Defender, Kaspersky, Bitdefender...)** để quét và cách ly mã độc.
3. **Không mở hoặc thanh toán cho file/tin nhắn đòi tiền chuộc**, vì không đảm bảo lấy lại dữ liệu.
4. **Sao lưu dữ liệu an toàn** (nếu còn truy cập được) sang ổ cứng ngoài hoặc đám mây sạch.
5. **Khởi động ở chế độ Safe Mode** hoặc **nhờ kỹ thuật viên hỗ trợ chuyên sâu** nếu máy bị khóa nặng.