**Analyse des besoins client**

**Contraintes du projet:**

* Création d’un site de souscription en ligne d’assurance vie, pea et produits financiers.

-cible type : Cadre.

-nombre d’utilisateur : 10 000 / ans.

* Sécurité globale du service fournit :
  + -sécurité des données contre le détournement de formulaire.
  + –sécurité contre le cross scripting (failles XSS).
  + –sécurité de la base de donnée (injections SQL).
  + –sécurité physique des serveurs (intrusion physique).
  + –sécurité du contrôle de la solvabilité, de l’identité et de la santé financière et physique des contractants.

**Analyse des risques.**

Probabilité, impact, détectabilité :

1. Détournement de formulaire d’identification. (flood de création de compte)

|  |  |  |
| --- | --- | --- |
| probabilité | impact | détectabilité |
|  |  |  |

1. Détournement des sessions utilisateur.

|  |  |  |
| --- | --- | --- |
| probabilité | impact | détectabilité |
|  |  |  |

1. Sécurisation de la base de donnée (contre les injections).

|  |  |  |
| --- | --- | --- |
| probabilité | Impact | détectabilité |
|  |  |  |

1. Sécurisation contre les intrusions physiques.

|  |  |  |
| --- | --- | --- |
| probabilité | impact | détectabilité |
|  |  |  |

1. Sécurité du contrôle de la solvabilité, de l’identité et de la santé financière et médicale des contractants.

|  |  |  |  |
| --- | --- | --- | --- |
|  | probabilité | impact | détectabilité |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |