Injection de code

L’injection de code consiste à envoyer du code sur des sites web. Il s’agit d’attaquer les bases de données non sécurisées en ajoutant, modifiant, supprimant ou récupérant des informations. Cela s’effectue principalement via les formulaires.

Les langages de prédilection sont JavaScript et SQL. Ainsi, il existe plusieurs types d’injection. La plus connue est la XSS qui consiste à récupérer des données via des balises HTML et de les envoyer ensuite sur un autre serveur.

Il existe plusieurs moyens de se protéger. Pour cela, des fonctions spécifiques existent telles que la conversion des balises HTML en texte brut.