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**1引言**

今天，越来越多的公司采用管理员来维护他们的网络，调整用户的权限和保持一切运行。随着这些公司的规模越来越大，工作的金额P 但这些活动极大地增长直到达到一个点时，一个人不能再忽视这个网的权限，例外和政策。除了由此产生的开销 添加，删除或调整权限，这也可能导致一些严重的安全漏洞。如果一个计算机系统可以自行决定是否授予访问权给用户不是很好？

软件开发部门的另一个趋势是以Web服务的形式重用功能。Web服务是一个跨平台的方式建立两应用程序通信 通过网络连接的应用。这里的政策维护更是昂贵。分布式应用程序可以使用许多不同的功能和ﬀ迪的每一个需要被固定在 适当的方式。这将是一个艰巨的任务，一个人调整适当的安全级别，因为新的功能需要添加，而其他人已经过时，不再使用。

SIMOﬃCE是一种安全意识的网络环境，攻击这些问题结合常见的安全标准和一种新的方法来判断用户的意图。目标是创造 吃了一个独立的系统，决策是基于可信性。这样的“思考”是通过系统在人力主管还可以在ﬂ的影响在一些特殊的CAS的判决 锿.评估本身试图模仿人类行为和人类的信任。当然，这个概念不仅限于Web服务，但可以应用到几乎每一个安全敏感的计算机领域网络.

SIMOﬃCE将模拟可能的环境内的OﬃCE即使有限ﬀEE者可通过Web服务。还有什么比拒绝合作ﬀEE的坏行为加大处罚力度！

**1.1 动机**

今天，大多数的软件公司正在实施基于Web服务的新标准的工具。考虑到快速发展和几个小鬼的坚定承诺 像IBM和微软最重要的软件公司，一个广泛的准备在整个Web应用服务指日可待。以谷歌为例，最受欢迎的搜索引擎之一 E网，已经OﬀERS的Web服务的Web查询。基于所提供API的实现是直截了当的，但需要基本的编程技巧。

但是我们可以提供网络服务 B将不再是这些标准的唯一应用。模块性和语言无关性联合应用铺平了道路，甚至在公司封闭的环境中使用基本的Web服务 网络。因此，这是很有可能实现一个公司的应用程序作为Web服务，使他们可以通过公布的描述。这样的优点是显而易见的：服务在整个网络是完全独立的实现或操作系统和可用的到处都是。开发商鼓励使用Pro 分功能的代码没有涉及更多的知识。每个Web服务注册在一个集中点，使服务发现更容易。

计算机系统的发展的另一个趋势是适应人类的思维方式，以解决安全方面，如访问权或其他各方的意图判断。结合两者，网络 服务和直观的访问管理方式是本论文的主要动机。

**1.2 问题的定义**

主要问题是创建一个合理的可访问性和访问限制的组合。

一个Web服务联盟必须满足一些要求，保留有用的性质：第一，一个单一的Web服务的访问权限不能ﬁ固定如果可用的服务数量增长过洛杉矶 我们保持手动。需要动态调整访问级别的动态技术。不过，必须有一个设施，以改变访问权限手动。否则管理员 如果有必要，将无法自定义访问限制。

另一方面，整个系统必须访问每一个授权用户。如果没有人能使用它，什么是完美的安全系统？为了满足上述要求，一种机制是利用大多数人每天使用：信任。这种方法打算模仿人类在判断对手的行动是否有利时做出的决定。 目标是创建Web服务的联合，其中通过用于传输和隐私的公共安全技术以及用于访问控制的基于信任的方法来确保安全性。

创建这样的系统不是一件容易的事，因为受信任机制的系统往往是不稳定的长期观点。这将导致一个完整的不信任对方，BLI信任状况。这两种情况都不适用于以提供公共服务为主要任务的计算机系统。本文将对建立信任关系的问题 IPS和评估基于信任的访问控制能力。

**2 Web服务的概念**

在一个Web服务的ﬁ定义是：“任何过程,可以集成到外部系统通过有效的XML文档在互联网协议”。这ﬁ定义了一般理念Web服务是为。不同于一般的服务，Web服务是基于特定的ﬁ阳离子进行数据传输，方法调用和出版。这是经常被误解，当一个Web服务器 它有时指的是网络上提供的一般服务，例如网页上的天气预报。天气预报是一项服务，提供了它的功能 R各种用户但是除非它包括一个接口与其他应用程序通信通过SOAP是没有的ﬁ定义Web服务。Web服务可以被视为软件公司一个接口与其他通信软件组成部分。它们有一个特定的功能，可以通过一种特殊的远程过程调用。事实上，他们甚至演变 传统远程过程调用。二者区别在于界面和运输方法。此外，不能使用普通浏览器查看或使用web服务。他们要求表单表格信息嵌入在XML文档。

**3 HTTP**

在互联网上随处可见，HTTP（超文本传输协议）是用于Web浏览器与服务器之间的数据连接无处不在的协议。该协议是由现行标准HTML文档，虽然它被设计为可扩展到几乎任何格式的文档，如XML为例。HTTP版本1.1在RFC 2068 记录。它运行在TCP连接，通常上到端口80，虽然其他端口可以使用。成功连接后，客户端向服务器发送请求消息，后者将回复消息发送回。最简单的HTTP消息”通过发送命名文档来回复服务器的URL。如果文件不存在，服务器可以发送HTML编码的消息，这说明。这种沟通形式代表性典型的请求/响应机制。客户端发送一个特定的ﬁC文件服务器请求并等待响应。如果服务器不响应请求的文档，它是由CLI等待超时并再次请求同一文档的。这种松散耦合的通信类型在客户机服务器体系结构中非常常见。

除了得到请求，客户端还可以发送头和POST请求，其中职位是最重要的。柱用于HTML表单等操作，要求客户发送服务器的数据块。发送页眉和空行后，客户端发送数据。这样，Web服务使用HTTP协议传输数据的有效载荷和服务网络服务的探索。现在是时候解释传输数据的样子了。

**4 XML**

XML是可扩展标记语言的缩写。它是用于描述数据和提供更灵活和适应性强的ﬂ信息表示的方式提高网络的功能在。它被称为可扩展的因为它的格式不ﬁ固定像HTML。相反，XML是一种元语言可以让你设计你自己的定制标记语言。标记是在文档中指定结构的机制，而在文档中添加标记的方法是ﬁ内德的XML规范ﬁ阳离子。但不像HTML，XML不语义或一组标签指定。没有渲染的XML文件规定的方法，所以语义将ﬁ内德用它或样式表中的应用。

字符集是指定设置以避免误解的提供的数据的性质的重要。下一行描述了文件。元素是在xml文档中存储数据的一种方法。

越来越多的应用程序使用XML来存储信息，因为它的效益ﬁTS。它们中的一些是：

•结构以及ﬁ内德和可ﬀ不同计算机系统之间传递，将否则无法沟通。

•数据有效载荷封装在标签和因此被人类观众的可读性。

•由于其文本性质，XML文件是独立于平台的。这些优点我从XML的完美格式的Web服务之间的通信。为了确保平台和语言独立使用的每一个Web服务，SOAP开发。这是一个有德ﬁ内德元素的XML应用TS和预定ﬁ内德结构。以下部分将详细介绍SOAP。

**5 发布和查找Web服务**

使用SOAP，Web服务之间的通信是可能的和结构化的，并且每个参与者都知道如何发送或接收相应的SOAP消息。最后一步的ﬁ完成通信Web服务架构是德ﬁNE如何一旦它实现了访问服务。这是Web服务描述语言（WSDL）的步骤。WSDL服务描述为收集网络端点的NS或端口。又是一个XML文档与阿德ﬁ内德语法在端点和消息摘要的定义ﬁ脱离具体的网络部署或数据格式绑定。WSDL文件使用以下元素来描述Web服务：

•类型：一种数据类型的定义ﬁ容器。相反，SOAP，WSDL可以ﬁNE类型使用某种类型的系统（如XSD）。

•消息：定义在单个RPC中传递的数据。

•操作：服务支持的操作（方法）的描述。

•端口类型：一个或多个端点支持的一组操作。

•绑定：特定端口类型的具体数据格式规范。

•端口：定义为绑定和可以找到的网络地址的组合的单个端点。

•服务：相关端点的集合。
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