运维总结

Centos7.0以上的

关闭系统防火墙，systemctl status/stop/start firewalld

禁止防火墙开机启动 systemctl disable firewalld

关闭selinux强制访问控制安全策略，保证该策略不会影响gitlab的正常运行

vi /etc/sysconfig/selinux 使用getenforce查看selinux策略是否关闭

安装gitlab依赖包

yum install curl policycoreutils openssh-server openssh-clients postfixs

下载gitlab仓库地址源的下载

curl -ss <https://packages.gitlab.com/install/repositories/gitlab/gitlab-ce/script.rpm.sh> | sudo bash

启动邮件服务

systemctl start postfix

systemctl enable postfix

安装gitlab社区版本的yum一键安装包

yum -y install gitlab-ce

创建gitlab本地证书，配置config加载证书ssl目录

mkdir -p /etc/gitlab/ssl

创建本地私有密钥

openssl genrsa -out “/etc/gitlab/ssl/gitlab.example.com.key 2048”

通过刚才的私有密钥创建csr证书

Openssl req -new -key “/etc/gitlab/ssl/gitlab.example.com.key” -out “/etc/gitlab/ssl/gitlab.example.com.csr”

cn

bj

bj

空格
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gitlab.example.com

[admin@example.com](mailto:admin@example.com)

密码：123456

回车

完成安装...