**Cibersegurança na Centaurus – Gustavo Furini e Leonardo Nervino**

..........................

**Justificativa do Projeto**

Este projeto é fundamentado na necessidade crítica de aprimorar a segurança cibernética da Centaurus Software Solutions para garantir a continuidade dos negócios e preservar a confiança dos clientes. Além disso, está alinhado com a estratégia de negócios da empresa, que visa a excelência em segurança cibernética como diferencial competitivo. Ao fortalecer nossa postura de segurança cibernética, a empresa ganhará em termos de proteção de dados, conformidade regulatória e confiança do cliente.

..........................

**Descrição de alto nível do projeto**

Este projeto envolve a implementação de melhorias abrangentes na segurança cibernética da Centaurus Software Solutions. O escopo inclui a avaliação de riscos, desenvolvimento de políticas, treinamento de funcionários, atualização de tecnologia e monitoramento contínuo. O projeto visa resolver o problema da vulnerabilidade atual da empresa a ameaças cibernéticas, protegendo ativos de dados críticos e garantindo conformidade com regulamentações de segurança.

..........................

**EAP**

**1. Fase de Iniciação**

**- 1.1** Definição do Escopo

**- 1.2** Identificação de Partes Interessadas

**- 1.3** Planejamento Inicial

**2. Fase de Elaboração**

**- 2.1** Avaliação de Riscos

**- 2.2** Desenvolvimento de Políticas de Segurança

**- 2.3** Planejamento de Treinamento em Segurança

**- 2.4** Avaliação de Tecnologias de Segurança

**3. Fase de Construção**

**- 3.1** Implementação de Políticas de Segurança

**- 3.2** Desenvolvimento de Conteúdo de Treinamento

**- 3.3** Implementação de Tecnologias de Segurança

**- 3.4** Monitoramento em Tempo Real

**4. Fase de Transição**

**- 4.1** Treinamento dos Funcionários

**- 4.2** Implementação do Plano de Resposta a Incidentes

**- 4.3** Auditorias de Segurança

**- 4.4** Comunicação Interna e Externa

**5. Fase de Encerramento**

**- 5.1** Avaliação Final do Projeto

**- 5.2** Documentação de Lições Aprendidas

**- 5.3** Entrega do Projeto

..........................

**Objetivos do projeto**

1. Melhorar a proteção dos ativos de dados da empresa.
2. Garantir a conformidade com regulamentações de segurança, como o GDPR e a Lei de Proteção de Dados.
3. Reduzir o risco de violações de dados e incidentes de segurança.
4. Fortalecer a conscientização e a cultura de segurança entre os funcionários.

..........................

**Marcos do projeto**

Avaliação de Riscos Concluída

Políticas e Procedimentos de Segurança Implementados

Programa de Treinamento de Segurança em Andamento

Atualização da Infraestrutura de Segurança Concluída

Auditoria e Monitoramento em Execução

..........................

**Partes interessadas**

**Gerente do Projeto:** Joana Silva

**Patrocinador do Projeto:** Carlos Mendonça

**CEO da Centaurus Software Solutions:** Rodrigo Santos

**Diretor de Tecnologia da Informação:** Marcelo Almeida

**Diretor de Segurança da Informação:** Renata Pereira

**Diretor de Recursos Humanos:** André Castro

**Gerente de Recursos Humanos:** Sofia Oliveira

**Diretor Financeiro:** Eduardo Fernandes

**Gerente de Tecnologia da Informação:** Ana Rodrigues

**Representante Legal da Empresa:** Felipe Torres

**Gerente de Comunicação:** Luísa Martins

..........................

**Premissas e restrições**

Disponibilidade de recursos humanos e financeiros conforme necessário.

Colaboração ativa de todos os funcionários nos programas de conscientização. As restrições sãoas mudanças regulatórias imprevistas podem afetar o escopo do projeto.

..........................

**Orçamento**

**R$ 350.000,00**

..........................

**Gerente do projeto**

**Gerente do Projeto:** Joana Silva

..........................

**Patrocinador do projeto**

Carlos Mendonça