|  |  |  |  |
| --- | --- | --- | --- |
| Member edit password | 會員修改密碼 |  | **Note \*紅色框圍必填欄位** |
| API url: http://cpsapi.eki.com.tw/api/member/EditPwd | | | |
| **Method** | **POST** |  |  |
| **Content-Type** | application/json |  |  |
| **Header** | |  |  |
| **Authorization** |  | Eki+空格+token |  |
| **Body** | |  |  |
| **Attribute** |  |  |  |
| **Name** | **Type** | **Descript** |  |
| **key** | **string** | **public key length>5** | |
| **content** | string | member pwd information json object text encode | |
| EditPwd | json object |  |  |
| oldPwd | string | old password | |
| newPwd | string | member password | 1.至少8個字元 |
|  |
|  |
|  |
|  |
| 加密規則(本加密步驟主要使用AES加密碼來產生最終產物)( CipherMode=CBC) | | | |
| 1.隨機生成至少5碼的公鑰(publicKey) | | |  |
| 2.publicKey+"!qaz2WSX#edc" 使用SHA1產生一組hash code(需去除"-") | | | |
| 3.hashCode 取0-16(Substring(0, 16))字串使用ASCII encode過在 MD5 轉換成byte[]來當加密的key(AES) | | | |
| 4.hashCode 從字串長度8的位置之後取8碼(Substring(8, 8)) 使用ASCII encod 過在使用MD5轉換成byte[]來當加密的hashIV(AES) | | | |
| 5.將BankInfo轉換成json string後使用UTF8 encode 生成byte[]當作加密的文本 | | | |
| 6.轉換成base64 string | | | |

Request:

{

"key": "rFgRgDU=",

"content": "5WwIWGL1gx1jAobrrvPxA18SaNYPVDvXu49tITw+7Unc14RaqAzELvGlgcwSeslm"

}

Decode:

{

"oldPwd": "000111222",

"newPwd": "123456789"

}

Response: \*正式API回傳

{

"success": true,

"message": "success",

"errorCode": "E000"

}
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