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**Summary**

* Experienced Cloud Devops SRE with 17+ years’ experience in IT.
* Certified in Kubernetes CKA, Oracle (9i-12c), and AWS Solution Architect.
* Skilled in AWS, Jenkins, Terraform, Ansible, Docker, Kubernetes, Git, Jenkins, Python, Argocd, Oracle, MySQL, SQL Server, Docker, VMWare, and more.

**Technical Skills**

* **Cloud Platforms**: Expert in AWS
* **Containerization:** Expert in Docker & Kubernetes
* **Infrastructure as Code**: Expert in Terraform
* **CI/CD:** Expert in Jenkins
* **Coding and Scripting:** Proficient in Python & Shell Scripting
* **Monitoring:** Expert in Prometheus, Grafana, Elasticsearch, Logstash, and Kibana
* **Configuration and Version Management:** Expert in Git & Bitbucket
* **Databases:** Expert in Oracle and MySQL
* **Automation**: Competent in Ansible
* **Agile Methodologies**: Competent in Jira
* **Security:** Intermediate knowledge in security principles and tools such as HashiCorp Vault, SonarQube, IDS, and SIEM
* **Testing:** Intermediate in Selenium

**Professional Experience**

AWS DevOps Architect | Synechron | Nov 2023 - Present

* Led the implementation of a new application to take use of Amazon Elastic Kubernetes Service's (EKS) powerful features and scalability. Oversaw the establishment of a new EKS cluster, guaranteeing fault tolerance and high availability.
* Completed the installation of vital monitoring components, such as Prometheus, Grafana, Node exporter, and OpenTelemetry, in order to enable thorough monitoring and notifications for the cluster's performance and health indicators.
* By using Terraform to codify the cloud infrastructure, infrastructure provisioning and updates were made efficiently and reproducibly. This method sped up the deployment of infrastructure and decreased manual mistake rates.
* Using the Grafana stack and Prometheus deployed, a strong monitoring framework was established. Set up dashboards and alerts to notify the DevOps team of system status and encourage proactive problem-solving.

AWS DevOps Architect | Nippon Data Systems | Jan 2022 - Nov 2023

* Designed and implemented scalable AWS architectures, including VPC, EC2, S3, RDS, and Lambda, tailored to meet the needs of diverse projects.
* Conducted architecture reviews and optimizations, resulting in reduction in monthly AWS costs by leveraging reserved instances and optimizing storage solutions.
* Led the migration of a complex on-premise infrastructure and multiple applications to AWS. This included refactoring monolithic applications into microservices to take full advantage of cloud scalability.
* Ensured zero downtime during the migration by using blue-green deployment strategies and extensive testing. Post-migration, application performance improved and operational costs were reduced.
* Automated the provisioning and management of AWS resources using Terraform. Developed Terraform modules for reusable infrastructure patterns, significantly speeding up deployment times.
* Managed large-scale infrastructure deployments, including setting up multi-region, fault-tolerant architectures for disaster recovery purposes.
* Developed and managed Jenkins pipelines for continuous integration and continuous delivery (CI/CD). This included implementing automated testing, security scans, and deployment workflows.
* Integrated Jenkins with Docker to build, test, and deploy containerized applications, reducing the deployment cycle time.
* Automated the configuration management ofservers using Ansible, ensuring consistent environments and reducing configuration drift.
* Created Ansible playbooks for complex deployments, such as setting up a complete ELK stack for centralized logging and monitoring, improving incident response times.
* Implemented server hardening techniques, following CIS benchmarks, to secure AWS and on-premise environments against vulnerabilities.
* Regularly conducted security audits and penetration testing, identifying and mitigating critical vulnerabilities, thereby enhancing overall security posture.
* Installed and managed Prometheus for real-time infrastructure and application monitoring, setting up custom alerting rules to proactively address issues.
* Created Grafana dashboards that provided comprehensive insights into system performance metrics, such as CPU and memory usage, application response times, and error rates, leading to improvement in system uptime.
* Designed and managed Kubernetes clusters using EKS, ensuring high availability and security for containerized applications. Implemented RBAC policies to secure cluster access.
* Automated the deployment of microservices on Kubernetes using Helm charts, which streamlined the application deployment process and reduced errors.
* Deployed new applications on Kubernetes, including setting up services, ingress controllers, and persistent storage solutions to meet application requirements.
* Leveraged GitOps principles with tools like ArgoCD to automate application deployments, ensuring consistency and reliability across environments.

Devops Consultant | Atos India, Bangalore | June 2011 - Jan 2022

* Leading project and application teams, I infused new ideas and drove change to enhance system performance and productivity. I managed daily operational aspects of projects, provided guidance during all project phases, and defined project scope, resources, and deliverables in collaboration with stakeholders to support business goals.
* I was responsible for managing Version Control Systems like Git and Bitbucket, ensuring organized and accessible code repositories, and overseeing Database Management Systems including Oracle, MySQL, and SQL Server to maintain data integrity and performance. My expertise spanned across Linux, Windows, and Ubuntu operating systems.
* I managed infrastructure components such as Kubernetes, Docker Containers, Docker Compose, VMWare, and AWS EC2 instances, optimizing resource utilization, and was proficient in AWS Core Services like EC2, VPC, Load Balancer, S3, ECS, EBS, IAM, Route 53, RDS, Lambda, etc., to develop scalable and secure cloud solutions.
* I implemented monitoring solutions with Prometheus, Grafana, Splunk, and EFK stack for system performance and security insights, automated repetitive tasks using Python and Shell Scripting to enhance efficiency, and managed project workflows and documentation using Jira and Confluence.
* I prioritized security and testing by implementing measures with HashiCorp Vault, conducting rigorous testing with Selenium, JUnit, CircleCI, and SonarQube, and adhered to ISO 27001, NIST, and CIS standards, while managing server configurations with Ansible, Puppet, and Chef for consistency and compliance.
* My role included participating in migration projects, server hardening, and employing Agile methodologies for project management, architecting CI/CD pipelines for development releases, designing RESTful APIs with frameworks like Spring Boot and Spring Cloud, and aligning software deployment across AWS Cloud VPC and in-house Kubernetes clusters for multiple development teams.
* Developed Python scripts to automate routine tasks, such as AWS resource management, log analysis, and backup management.
* Created Shell scripts for operational tasks, such as automated health checks and system monitoring, which improved response times to incidents.
* Designed and implemented robust disaster recovery strategies, including cross-region replication and automated failover mechanisms using Route 53 and CloudFormation.
* Conducted regular disaster recovery drills and post-incident reviews, which improved team readiness and reduced recovery time.
* Led cross-functional meetings to discuss and resolve technical challenges, driving process and technical enhancements that significantly boosted system stability and reliability.
* Mentored junior team members and provided technical leadership, fostering an environment of continuous improvement and high performance.
* Created and maintained detailed documentation for all infrastructure components, processes, and procedures, ensuring knowledge transfer and compliance.

**Professional Qualification**

**Education:**

* MBA(IT) from SVMU (2016)
* MS (IT) from SVU (2022)
* PGDCA (‘A’ level) from DOE, New Delhi (2004).
* Graduation (Political Science) in 2002

**Certifications:**

* AWS Certified Solution Architect Associate.
* Oracle Certified Professional (OCP) in DBA track- Oracle 9i, 10g, 11g & 12c.
* Microsoft SQL Server 2008 Database Admin Certification
* ITIL V3 Foundation Certified

**Work Experience**

* **Current Employer:** Synechron, India **From:** Nov 2023 **–** Present
* **Previous Employers:** Nippon, India (Gurugram): From Jan 2022 till Nov 2023 **||** Atos, India(Bengaluru): From June 2011 till January 2022 **||** Bureau Veritas Ltd. (Noida): From March’10 till June’11 **||** HCL (Noida): From March’08 till April’10 **||** Accenture Services (Bengaluru): From Dec’06 till Feb’08