# Background

The market for smart objects is gaining more and more popularity. More and more people are buying into these objects because they promise to make your life easier. We all know about the smartwatch that helps you stay healthy by keeping track of pulse, breathing, fluid balance, it plans your next training goal and reminds you to get going if you did not reach your that goal.

The Samsung smart TV where you can control all your devices connected to the tv with only one remote. The Sonos speakers allows you to control all speakers in your home with just our phone. You can buy a smart thermostat to make sure your house is only heated when you are home and the Philips Hue lamp that control the brightness of your lights to make sure you can set the right mood. Also, both controlled from an app on your phone.

When you are not home you can make sure everything is as you left it with the Nest home security camera that can tell the difference between you and strangers. Even the smoke detector is so smart it can detect if the smoke is from a fire in your house or if it is just burned popcorn and then alarm your neighbour with a text if it is something serious.

The reason why most of these objects are so smart is because you can control and monitor them from your phone. They collect data that allows you to customize them, so they automatically become a background device that you do not have to worry about or that you can check form everywhere.

The internet of things is one of the newer fields and still has a lot of questions to research and answer. These questions are first and foremost technical questions, but within this lies also the questions about security. As mentioned before, these devices will be able to collect a lot of information about you and therefore, puts you in a potentially vulnerable position. How can we make sure that the user of these devices is protected from hacking or malware? There are also a lot of ethnical questions to be answered. The data you generate through these devices has a big value to the market of for example advertisement. The more they know about you, the easier it is for them to direct know how and what to sell you through an advertisement. We already know this concept form cookies provided by the webpages you visit. These collect data about what you have been looking at, how long you stayed on a certain part of the page, your settings and much more. This data collector is the reason why advertisement for beds pop up on your Facebook after you have been browsing the internet for the very same thing.

While this might seem harmless, consider how you would feel about your personal home security camera providing these kinds of data for the companies to resell. I think most people would not like the idea of their most personal behaviour to be exposed. Though, this is not the case today, we still need to have a clear boundary of what kind of data is being sold and shared and sanctions for those who do not respect these.

# Question to ask:

* How do we define what data can be sold and shared and what cannot?
  + And how do we make sure people respect these?
* To whom is this data sold and how is it used?
* How do we make sure the data is safe (from hackers)?
* What are the users responsibilities?
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# Disposition of the assignment

* Presentation of what the internet of things is
  + Development
  + Where are we today?
  + Advantages of the internet of things
* How data is collected today through for example cookies
  + Ethnical boundaries
  + (The Facebook case?)
* Discussion about the dilemma of data sharing.
  + China camera surveillance.