**POLÍTICA DE USO DE CONTRASEÑAS**

Las contraseñas son medios de uso corriente para validar la identidad de un usuario con el fin de acceder a un sistema o servicio de información, por tanto, los usuarios deben seguir las buenas prácticas de seguridad de la información en la generación y uso de contraseñas, como se menciona a continuación:

* Mantener la confidencialidad de las contraseñas.
* Deben ser fáciles de recordar, para el usuario, pero no predecibles para otras personas como por ejemplo usar información relacionada con el usuario, como nombres, fechas de nacimiento, números de teléfono, número de documento de identidad, nombres de familiares, nombres de mascotas etc.
* Inicialmente se podrá proporcionar una contraseña temporal segura que forzosamente debe cambiar, la primera vez que se ingrese al sistema.
* No se debe mantener registros de las contraseñas en papel, archivo digital u otros medios usados para recordar contraseñas.
* Si hay sospecha o certeza que su contraseña sea conocida o haya sido utilizada por otra persona debe ser cambiada inmediatamente y reportarlo como incidente de seguridad de la información.
* Seleccionar contraseñas de buena calidad combinando caracteres alfabéticos, números y/o caracteres especiales, con una longitud mínima de 12 caracteres.
* Cambiar las contraseñas a intervalos de tiempo regulares o en proporción al número de accesos (las contraseñas de las cuentas con privilegios especiales deben cambiarse con más frecuencia que las normales), no se puede utilizar contraseñas antiguas o cíclicas.