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# Цель и задачи выполнения лабораторной работы

**Цель работы –** изучить теоретико-числовую модель информационного противоборства в социальных сетях. Промоделировать информационное управление в рамках игры и определить итоговое мнение агентов.

## Постановка задачи

1. Для 10 агентов случайным образом сгенерировать стохастическую матрицу доверия.
2. Назначить всем агентам случайное начальное мнение из заданного отрезка числовой оси. Найти итоговое мнение агентов.
3. Случайным образом выбрать количество и номера (непересекающиеся) агентов влияния из общего числа агентов для первого и второго игроков. Назначить им начальные мнения первого и второго игроков. Остальным агентам (нейтральным) назначить случайные начальные мнения. Смоделировать информационное управление в рамках игры и определить итоговое мнение агентов.

# Теоретическая часть

*Информационное управление* – это целенаправленное воздействие на начальные мнения агентов с целью обеспечить требуемые (для субъекта, осуществляющего управление) значения их итоговых мнений.

*Вектор мнений* в игре с игроками меняется следующим образом в зависимости от момента времени :

– стохастическая матрица доверия, где – степень доверия -го агента к -му агенту.

При достаточно долгом взаимодействии агентов вектор мнений сходится к итоговому значению:

где .

Если , то:

1. Все строки матрицы одинаковы;
2. Итоговые мнения всех агентов одинаковы ().

*Информационное противоборство* – это социальная структура множества субъектов-пользователей, как индивидуальных, так и коллективных. Представляет собой комплексное деструктивное воздействие на информационные системы и информационную структуру конкурирующей стороны с одновременной защитой собственной информации, информационных систем и информационной инфраструктуры от подобных воздействий. Объект информационного противоборства – информационно-коммуникационная система.

# Практическая часть

Сгенерируем случайную стохастическую матрицу доверия размерности при помощи алгоритма Биркгофа:

Сгенерируем случайный начальный вектор мнений агентов:

При выполнении моделирования игры без информационного влияния () после выполнения 76 итераций получаем результирующее мнение:

Выполним моделирование игры с информационным влиянием. Сгенерируем случайным образом управление для агентов первого игрока (в диапазоне ), а также для агентов второго игрока (в диапазоне ).

Для первого игрока информационные агенты: игрок 9, начальное мнение 44.

Для второго игрока информационные агенты: 10, 6, 8, начальное мнение -89.

Скорректированное начальное мнение:

При выполнении моделирования игры с информационным влиянием () после выполнения 81 итераций получаем результирующее мнение:

Исходный код в SageMath 8.9 представлен в Приложении.

# Выводы

В результате выполнения лабораторной работы получены следующие результаты:

* изучена теоретико-числовая модель информационного противоборства в социальных сетях;
* выполнено моделирование информационного управления в рамках игры;
* определены итоговые мнения агентов.

# Приложение

[https://github.com/hms2010/GameTheory/blob/master/src/lab4/lab4.ipynb](https://github.com/hms2010/GameTheory/blob/master/src/lab4/lab4.ipynb )