# Kiểm tra đường link rút gọn trong email

Trong trường hợp nhận được đường link rút gọn (ví dụ: https://bit.ly/3xyzABC), người dùng cần thận trọng trước khi nhấn vào để tránh nguy cơ lừa đảo hoặc tấn công mạng. Dưới đây là các cách kiểm tra và lý do vì sao link rút gọn thường bị lợi dụng.

## 1. Nếu muốn kiểm tra mà không nhấn trực tiếp, có thể làm thế nào?

Có thể sử dụng các công cụ hoặc cách thức sau để kiểm tra link rút gọn:

• Sử dụng dịch vụ mở rộng link rút gọn trực tuyến (ví dụ: CheckShortURL, GetLinkInfo).

• Dán link vào trình duyệt an toàn hoặc chế độ ẩn danh nhưng không truy cập, chỉ quan sát xem hệ thống cảnh báo gì.

• Sử dụng các phần mềm, tiện ích bảo mật hoặc công cụ chống lừa đảo (như Google Transparency Report, VirusTotal).

## 2. Tại sao link rút gọn thường được dùng trong lừa đảo?

Link rút gọn thường được kẻ xấu lợi dụng trong lừa đảo vì các lý do sau:

• Che giấu địa chỉ thật: Người dùng không thấy rõ website đích, dễ bị đánh lừa.

• Tạo cảm giác ngắn gọn, dễ nhấn vào, nhất là trong email hoặc mạng xã hội.

• Tránh bị phát hiện bởi bộ lọc spam hoặc các hệ thống phát hiện URL độc hại.

Kết luận: Khi gặp link rút gọn trong email hoặc tin nhắn, không nên nhấn trực tiếp. Hãy kiểm tra trước bằng công cụ mở rộng link, dịch vụ bảo mật, và luôn cảnh giác với nội dung khả nghi.