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# 1 绪言

## 1.1 课题背景

随着计算机科学技术的飞速发展，特别是Internet出现以来，计算机迅速普及，进入各行各业，千家万户。软件中一个漏洞可能带来无法估量的损失，特别是在广泛使用的协议或者软件中。比如，OpenSSL“Heartbleed”安全漏洞[1]至少影响几十万的服务器的安全，很多国内外知名的网站的安全都受到威胁，影响到广大网民的隐私和财产安全。因此，软件的安全性越来越受到人们的重视，如何检测软件中存在的安全问题也逐渐成为软件工程领域的研究热点。

近年来，多线程程序设计技术已经广泛应用到软件开发中。同时，多线程技术的发展也带来了数据竞争的问题。线程之间的同步和互斥，是编写多线程程序时必须要考虑的。对于多线程程序的分析测试工作也比单线程程序要困难得多。针对源代码的静态分析技术，是一种有效的程序分析方法。

## 1.2 课题的主要研究工作

静态分析方法中，有一种常用的分析方法，符号执行。符号执行是以符号量代替程序中的变量值，并模拟执行程序，覆盖程序中的所有路径并根据路径上约束，求出变量取值的分析技术。而符号执行技术由于存在路径爆炸等问题[2]，实际使用时效率较低。为了解决这个问题，P.Godefroid等人[3]将符号执行技术与动态分析技术想结合，提出了动态符号执行技术。本课题的主要研究工作就是使用动态符号执行技术，分析源代码文件，并给出源代码文件中全局变量每处调用的位置和读写类型。

## 1.3 课题研究的目的和意义

课题研究的意义：

（1）研究动态符号执行技术及相关的基础理论，并应用到程序分析中；

（2）给出全局变量的调用信息，为多线程时序分析和数据竞争检测提供便利。

## 1.4 国内外概况
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