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**1目的**

为了提高应对网络安全事件能力，预防和减少网络安全事件造成的损失和危害，保护公众利益，维护国家安全、公共安全和社会秩序。

**2依据**

《国家网络安全事件应急预案》

**3范围**

……和配套……

**4职责**

4.1应急管理组织机构及职责以品质注册部负责人为应急指挥小组组长，应急小组设应急保障人员、应急执行人员

4.2风险应急组织机构构成

4.2.1组长：……。

4.2.2应急保障人员：……

4.2.3应急执行人员：……

4.3各级人员职责

4.3.1质量负责人：负责突发事件的“应急预案”实施和信息系统日常安全运行管理的组织协调及决策工作；

4.3.2应急保障人员职责

4.3.2.1……：负责收集、反馈和协调处理信息系统突发事件，

4.3.2.2……：负责信息系统突发事件的决策指挥，组织协调和过程控制

4.3.2.3……：提供应急所需人力和物力等资源保障

4.4应急执行人员职责

4.4.1……：具体实施信息系统应急处置工作

4.4.2……：恢复信息系统运行的技术保障。

**5内容**

5.1应急预案应急处置：

5.1.1 ……软件或操作系统故障：

1）操作员可以重启……软件；

2）若故障仍未消除，尝试重启电脑和重启……软件。

3）若故障仍未消除，使用移动硬盘、U盘或光盘备份数据后，重新安装……软件。

4）若故障仍未消除，重新安装电脑操作系统和……软件。

5.1.2电脑硬件系统故障：

如不能启动计算机，联系……，经……检测不能立即修复的，……应立即起用备用设备对其进行更换，并做好备用计算机的工作，同时将不能启动的计算机交由第三方网络维护人员检查修理。

5.1.3打印机系统故障：

如打印机无法打印，

1. 重启打印机；
2. 若故障仍未消除，使用打印机测试程序确认打印机是否完好。
3. 若完好，参照5.1.1中1）和2），若仍未消除，重新安装打印机驱动程序。
4. 若故障，通知第三方网络维护人员检修。

5.1.4数据安全与病毒防范：设备操作员应定期数据备份数据。设备操作员应定时升级服务器病毒数据库。