**User Agreement and Disclaimer**

1. All functions and information provided by the Phpsploit-Framework software can only be used for penetration testing, security auditing, security technology research, and learning behavior with legal authorization. The user of the Phpsploit-Framework software (hereinafter referred to as the "Phpsploit-Framework software user") expressly agrees that all risks arising from the use of the functions of the Phpsploit-Framework software will be solely borne by the Phpsploit-Framework software user; All consequences arising from the use of the functions provided by the Phpsploit-Framework software by users of the Phpsploit-Framework software shall be entirely borne by the users of the Phpsploit-Framework software themselves; The author of the Phpsploit-Framework software shall not be liable for any impact or loss caused by users of the Phpsploit-Framework software during their use; The author of the Phpsploit-Framework software shall not be liable for any impact or loss caused to any third party by users of the Phpsploit-Framework software during its use.
2. Users of the Phpsploit-Framework software are prohibited from engaging in any form of behavior that may lead to harmful consequences in the audited party's network environment, system environment, database environment, office environment, and other spaces without obtaining explicit written legal authorization from the audited party, including penetration testing, security auditing, etc. If any impact or loss is caused to any third party due to the personal behavior of the users of the Phpsploit-Framework software, the author of the Phpsploit-Framework software shall not be liable. At the same time, the author of the Phpsploit-Framework software reserves the right to pursue legal liability for any infringement of the Phpsploit-Framework software user agreement by Phpsploit-Framework software users.
3. Before deploying and using the Phpsploit-Framework software, users of the Phpsploit-Framework software must perform a complete data backup of the pre deployment environment and take corresponding security measures (including but not limited to effective disaster recovery backup measures, effective disaster recovery settings, effective security and fault recording measures, etc.) to ensure that in the event of unexpected situations, The deployed environment of the Phpsploit-Framework software can be restored to the pre deployment environment.If any problems occur in the deployed environment (including any personal or property damage, etc.) due to personal reasons of the users of the Phpsploit-Framework software, the author of the Phpsploit-Framework software shall not be liable.
4. Phpsploit-Framework software users may experience various network communication behaviors when using the functions provided by Phpsploit-Framework software, which may result in related traffic communication costs (for example, if you use Phpsploit-Framework software in the data connection mode of a mobile communication operator). If Phpsploit-Framework software users cannot accept such communication and the related network traffic costs that may arise from it, Please avoid using Phpsploit-Framework software. The author of the Phpsploit-Framework software shall not be responsible for any traffic expenses incurred by users of the Phpsploit-Framework software due to their own network reasons.
5. When using the functions provided by Phpsploit-Framework software, users of Phpsploit-Framework software must ensure network communication security between their own environment and the deployment environment of Phpsploit-Framework software! Unsecure local or wide area network environments (such as using the HTTP protocol for web communication) may result in Phpsploit-Framework software users being subjected to malicious attacks from network hackers during the use ofPhpsploit-Framework software features (including but not limited to network communication data theft, hijacking, and other network attacks)! The occurrence of this situation may cause the network communication data of Phpsploit-Framework software to be stolen, tampered with, and maliciously utilized! An insecure network communication environment can directly or indirectly pose a serious security threat to the deployment environment of Phpsploit-Framework software! If Phpsploit-Framework software users are unable to ensure the network communication security of their own environment and the deployment environment of Phpsploit-Framework software (for example, network communication uses the insecure HTTP protocol instead of the more secure HTTPS protocol, or Phpsploit-Framework software users themselves are also in an untrusted network environment), Users of the Phpsploit-Framework software should immediately stop using and uninstall the Phpsploit-Framework software, delete all directories and files uploaded, downloaded, and created using the Phpsploit-Framework software, and restore the environment where the Phpsploit-Framework software was located to the environment before the Phpsploit-Framework software was deployed. Various direct and indirect impacts, as well as personal and property losses, caused by security issues in the Phpsploit-Framework software user's own or deployment environment (including but not limited to malicious hackers engaging in network packet capturing, communication data hijacking, malicious use of hijacked sensitive information, etc.), The author of the Phpsploit-Framework software does not assume any responsibility.
6. When the government judicial authorities, in accordance with legal procedures, require authors of the Phpsploit-Framework software to stop continuing to open the use authorization of the Phpsploit-Framework software to the public, The author of the Phpsploit-Framework software will cease the authorization of the use of the Phpsploit-Framework software to the public in accordance with the requirements of law enforcement agencies or for public safety purposes (the author of the Phpsploit-Framework software reserves the right to reopen the Phpsploit-Framework software to the public again). In this case, if a user of the Phpsploit-Framework software continues to use the Phpsploit-Framework software without obtaining re authorization from the author of the Phpsploit-Framework software, it will be considered an infringement on the author of the Phpsploit-Framework software, and the author of the Phpsploit-Framework software reserves the relevant rights to pursue legal action against them.
7. Using Phpsploit-Framework software development or testing environment passwords in the production environment of Phpsploit-Framework software is a very dangerous behavior (common passwords are usually known to more people, which greatly increases the risk of Phpsploit-Framework software being successfully attacked by malicious attacks)! The Phpsploit-Framework software comes with relevant functional modules specifically designed for creating production environment accounts and password information (usually, accounts and passwords created using the built-in functional modules of the Phpsploit-Framework software have relatively high security strength). If users of the Phpsploit-Framework software do not use the inherent functional modules of the Phpsploit-Framework software to create account and password information of the Phpsploit-Framework software, Or if the user of the Phpsploit-Framework software notifies others of the account and password information of the Phpsploit-Framework software, then all liability consequences arising from this (including any public or private data leakage, other personal or property losses, and all direct or indirect impacts) shall be borne by the Phpsploit-Framework software user, and the Phpsploit-Framework software author shall not be liable.
8. The Phpsploit-Framework software itself may have various security issues, such as design flaws, code writing errors, and risk vulnerabilities. The author of the Phpsploit-Framework software cannot guarantee the absolute security, stability, accuracy, completeness, and compatibility of the functions provided by the Phpsploit-Framework software. The authors of the Phpsploit-Framework software will make every effort to reduce the occurrence of such problems, actively explore security risks as much as possible, and fix identified security risk issues. However, there may still be security vulnerabilities and software error issues that have not been fixed or discovered in the Phpsploit-Framework software. If users of the Phpsploit-Framework software encounter any issues while using the Phpsploit-Framework software, the author of the Phpsploit-Framework software shall be exempt from liability.
9. Phpsploit-Framework software belongs to open source software and follows the rules of open source software (GPLv3: GNU public license), but the author of Phpsploit-Framework software has some supplementary constraints on its use (mainly to ensure the controllability and subsequent healthy development of Phpsploit-Framework software to a certain extent)! Supplementary constraints include: users of the Phpsploit-Framework software can modify and optimize the Phpsploit-Framework software to a certain extent. However, the variant version of the Phpsploit-Framework software that has been modified and optimized by users of the Phpsploit-Framework software is only available for internal use by Phpsploit-Framework software users and their own work teams. The variant version of the Phpsploit-Framework software that has been modified and optimized by users of the Phpsploit-Framework software is not allowed to be publicly released as a new software. Phpsploit-Framework software users can consider submitting their modified and optimized versions of Phpsploit-Framework software variants to the authors of the Phpsploit-Framework software. The author of the Phpsploit-Framework software will review the software variant version code submitted by users of the Phpsploit-Framework software. After approval, the author of the Phpsploit-Framework software will publish all software variants submitted by users of the Phpsploit-Framework software to the official platform of the Phpsploit-Framework software. The author of the Phpsploit-Framework software will retain the signature of the variant submitter on the variant branch to encourage and support the outstanding contributions made by the variant submitter to the Phpsploit-Framework software. At the same time, users of the Phpsploit-Framework software must retain all rights notices of the original author of the Phpsploit-Framework software regarding modifications and variations of the Phpsploit-Framework software (including but not limited to the copyright and software copyright notices of the Phpsploit-Framework software).
10. The author of the Phpsploit-Framework software shall not be held responsible for any public or private data leakage, loss, theft, or tampering caused by force majeure that affects the normal operation of the software, such as hacker attacks, computer virus intrusion or outbreak, government regulation, etc.
11. The author of the Phpsploit-Framework software shall not be liable for any legal disputes or consequences arising from the leakage, damage, loss of public or private data caused by other third-party software functions or network sites linked to the Phpsploit-Framework software.
12. If important software features need to be added, closed, or uninstalled due to software functionality maintenance or upgrades, notifications will be made during the version update or removal process of the Phpsploit-Framework software. If the software functionality is damaged or tampered with due to software or hardware failures or other force majeure beyond the control of the Phpsploit-Framework software author (such as hacker attacks), and all risks and losses caused to Phpsploit-Framework software users as a result, the Phpsploit-Framework software author shall not be liable.
13. If a user of the Phpsploit-Framework software violates the laws of their country due to violating the provisions of this statement, all consequences shall be the responsibility and responsibility of the Phpsploit-Framework software user, and the author of the Phpsploit-Framework software shall not be held responsible.
14. Any person who downloads or uses the Phpsploit-Framework software in any way, or directly or indirectly uses any source code belonging to the Phpsploit-Framework software (excluding code in third party code libraries), will be deemed to voluntarily accept all restrictions stated by the Phpsploit-Framework Software.
15. The issues not covered in this statement refer to relevant national laws and regulations. In case of conflicts between this statement and national laws and regulations, national laws and regulations shall prevail.
16. The author of the Phpsploit-Framework software does not guarantee that the functionality of the Phpsploit-Framework software will meet the requirements of Phpsploit-Framework software users, nor does it guarantee that the functionality of the Phpsploit-Framework software will not pose security risks, nor does it guarantee the timeliness, security, stability, integrity, accuracy, compatibility, and other aspects of the Phpsploit-Framework software.
17. The author of the phpsploit framework software does not guarantee the accuracy, completeness, security, or timeliness of external links set up to provide convenience to users of the phpsploit framework software. At the same time, the author of the phpsploit framework software shall not be responsible for any resources or content on web pages that are not actually controlled by the author of the phpsploit framework software, as pointed to by such external links.
18. The authors of the Phpsploit Framework Software shall not be liable for any abnormal software function or other security risks due to force majeure or causes beyond the author's expectation and control, but will make every effort to minimize the loss and impact on the users of the Phpsploit Framework software.
19. The shared content published by the author of Phpploit-Framework software (including third-party project names, third-party project links, third-party audio and video materials, third-party graphic materials, etc.) is only an introduction to third-party project information, and cannot be used as an effective basis for determining whether there is a cooperative relationship between the two parties. The user of Phpploit-Framework software should rationally treat the content introduced by the third party project information (because the ownership of the third party project belongs to the third party, the author of Phpploit-Framework software cannot guarantee the absolute security, correctness, real-time and effectiveness of the third party project)! Users of Phpploit-Framework software need to independently identify and deal with issues such as security, accuracy, effectiveness and real-time performance of third-party projects! The author of the Phpploit-Framework software shall not be liable for any loss or other consequences caused by the user of the Phpploit-Framework software seeing this information and acting accordingly.
20. The author of the Phpsploit-Framework software owns all rights to the Phpsploit-Framework software, including copyright and software copyright. The author only publicly releases the software use authorization of Phpsploit-Framework software, and only when Phpsploit-Framework software users use the functions provided by Phpsploit-Framework software under legal and compliant conditions, The Phpsploit-Framework software user's behavior of using Phpsploit-Framework software is considered to have obtained the legal authorization of the Phpsploit-Framework software author. Otherwise, it will be deemed that the Phpsploit-Framework software user has violated the provisions of this user agreement, constituting infringement of the Phpsploit-Framework software author. The author of Phpsploit-Framework software reserves the right to pursue the infringement liability of Phpsploit-Framework software users according to law.
21. Phpsploit-Framework Software Users shall not use Phpsploit-Framework software for commercial purposes or commercial activities in any form. If the Phpsploit-Framework software user needs to use the Phpsploit-Framework software for commercial purposes or commercial activities, it must obtain additional authorization from the Phpsploit-Framework software author in advance. Otherwise, it is considered that the behavior of the Phpsploit-Framework software user has infringed the Phpsploit-Framework software author.
22. The open source rules of Phpsploit-Framework software are based on the GPLv3 open source Agreement, and all contents of this "User Agreement and Disclaimer" will form legal constraints for Phpsploit-Framework software users in the form of supplementary terms. All contents in this "User Agreement and Disclaimer" shall have the same legal binding effect as all contents in the GPLv3 Open Source Agreement. In the event of a conflict between the content of the GPLv3 Open Source Agreement and the content of this User Agreement and Disclaimer, the content of this User Agreement and Disclaimer shall prevail.
23. The statement of the Phpsploit-Framework software, as well as its modification, update, and final interpretation rights, belong to the author of the Phpsploit-Framework software.