**Kiểm tra và phân tích link rút gọn**

**1. Cách kiểm tra mà không nhấn trực tiếp:**  
Không nên bấm vào link rút gọn ngay lập tức. Thay vào đó, bạn có thể **sử dụng công cụ xem trước (preview)** để hiển thị **địa chỉ thật** của đường link trước khi truy cập.

**2. Ba công cụ hoặc cách thức kiểm tra link rút gọn:**

1. **Trang web kiểm tra link rút gọn:**
   * CheckShortURL.com
   * GetLinkInfo.com  
     → Cho phép xem trước URL gốc, tiêu đề và độ an toàn.
2. **Dùng chức năng preview của dịch vụ rút gọn:**
   * Với Bit.ly: thêm dấu **“+”** sau đường link (ví dụ: https://bit.ly/3xyzABC+) để xem thông tin chi tiết.
3. **Quét link bằng công cụ bảo mật:**
   * Sử dụng **VirusTotal.com** hoặc **Google Safe Browsing** để kiểm tra xem liên kết có chứa mã độc, lừa đảo hay không.

**3. Giải thích vì sao link rút gọn thường được dùng trong lừa đảo:**

* **Che giấu địa chỉ thật:** người nhận không biết mình sẽ được chuyển đến trang web nào.
* **Tạo cảm giác ngắn gọn, hợp lệ:** khiến người dùng chủ quan và dễ nhấp vào.
* **Dễ lan truyền:** dùng trong email, tin nhắn hoặc mạng xã hội để dẫn dụ người dùng truy cập vào trang giả mạo, đánh cắp tài khoản hoặc cài mã độc.