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During my time in CS405 Secure Coding, I have had the a privilege of learning many new security best practices for both software development as well as general IT usages or system administration. During this class, I learned a lot about C++ memory management and how to write secure code that is developed with security focused practices in mind. I was surprised to learn how many applications still make usage of memory unsafe languages and the complexity and vulnerabilities these languages create, at the cost of more power in the hands of developers.

After completing this class, I often think about security practices and how software security relates to my projects before beginning their development. I also try to ensure I am using industry best practices to manage memory, and verify user input’s and outputs to limit any undefined behavior during runtime.

Moving forward on my journey as a software developer and member of the computer science field, I hope to take the groundwork of Defense in Depth learned in this class and apply it my current profession in the IT field, as well as during my pursuit of a master's degree in cyber security. Because the IT industry is constantly evolving, so does the need for professionals committed to defensive software design and IT principles. I am excited to be moving forward in an industry that is constantly growing and where I can consistently challenge myself to progress and learn new technologies as they are adopted.