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# Mobile : +1-469-351-8307

**SUMMARY OF QUALIFICATIONS**

* Over 9 years professional experience in the design, implementation, and delivery of high - performance technology solutions with specialization in Identity and Access Management, Enterprise User Security, Application Security, Single Sign on (SSO) and LDAP.
* Hands-on knowledge in Identity and Access Management, Governance tools using CA Security Products - CA Identity Manager, CA Siteminder, CA Web Agent, CA Governance Minder. CA Directory), SailPoint IIQ
* Function as subject matter expert for CA Identity Manager products and features.
* Experience on JML, Birthright Access, Role-based provisioning, Delegation, Identity Management, Password Synchronization, Self Service Password Reset and Registration, Access Reviews/Certifications.
* Proficient in integrating CA Identity Manager, SailPoint with JDBC, LDAP, Office 365, Active Directory with exchange endpoints leveraging out-of-box and custom connectors of the tool set with end user systems and applications to accomplish Provisioning, De-Provisioning scenarios for internal and external users.
* Knowledge on Web Access Management (Using authentication concepts like SSO, password policies, authentication schemes, domain, policy, rule, and realm, federation, OAuth, SAML.)
* Configured Directory Services (Active Directory, LDAP)
* Experienced in the implementation and configuration of SailPoint Identity IQ for application onboarding, certification, and provisioning.
* Developed custom solutions (scripts, connectors, plugins, workflows) when required for automated provisioning and life cycle management using Java.
* Proactively and continuously evaluate and address issues related to performance, stability, scalability, and extensibility of the systems.
* Experienced in end-to-end integration, including requirement gathering, analysis, design, development, maintenance, and upgrades.
* Detail oriented & efficient with strong organizational & interpersonal skills.
* Proficiency at grasping new technical concepts quickly, utilizing the same in a productive manner within the stipulated time.

**TECHNICAL SKILLS**

# T

|  |  |
| --- | --- |
| **IDM/SSO Tools** | CA Identity Manager, SailPoint IIQ |
| **Cloud Technologies** | Microsoft Azure |
| **Programming Languages** | JAVA |
| **Scripting Languages** | PowerShell, PDI (kettle) |
| **Database** | MS SQL Server, Oracle |
| **App Servers** | WebLogic, IBM WebSphere and WildFly (formerly JBoss) |
| **Web Servers** | Tomcat, Apache, IIS |
| **Directory Services** | AD-LDS, Active Directory, CA-Directory |
| **Software** | Jira, CA Agile Central (Rally), ServiceNow, WinSCP, Eclipse, SQL Developer, Git, GitHub |
| **Operating Systems** | Windows, RedHat Linux, Solaris |

# RELATED EXPERIENCE

**CVS Health**

**Information Security Engineer Contract (11/2022-01/2024)**

* Configured IAM system (CA IDM) to the new HR system (Workday) for JML operations.
* Troubleshooting and resolving Identity management and provisioning workflow errors.
* Perform end to end RCAs when required for our CA IDM systems.
* Identify opportunities for automation, evaluate new tools, and drive implementation of technology that creates value for the organization.
* Worked on LDAP Configuration, Schema Changes with CA Directory and Active directory.
* Worked on configuration of Event listeners, BLTH, LAH.
* Worked on bulk loader client, identity policies and PolicyXpress policies.
* Developed Kettle scripts for feeding data to Identity Manager.
* Onboarding and off boardings of digital identities.
* Support the rollout and onboarding of new applications.
* Provide Bulk requests support to Users and application teams.
* Perform ad hoc data requests and build operational reports.
* Good understanding and work experience integrating applications with Single Sign-On, Access management, Identity Federation, Multi-factor authentication, user provisioning / de-provisioning.
* Mastery of role-based access control (RBAC).
* Created technical documentation of Design, Use and Test cases.

**SiriusXM**

**Senior System Engineer Contract (11/2019-06/2021)**

* Installed and configured SailPoint Application Software in accordance with the Architecture and Infrastructure team's specifications.
  + Using Java, I created custom approval workflows for provisioning Role Based Access Control (RBAC) entitlements to applications.
  + SailPoint IIQ Connectors were configured and deployed for a variety of target systems and applications.
  + Developed roles, membership rules, and access policies to perform provisioning and de-provisioning on various application instances that interact with target systems.
  + Access management authentication solutions were provided using directory infrastructure to enable Single Sign-On for various applications.
  + Internal and external SSO solutions were implemented.
  + SailPoint IIQ was integrated into Active Directory, and all users were bulk loaded from a flat-file dump from their source. Designed a custom approval workflow that can be scaled to three levels of approval based on risk level.
  + Developed and modified workflows for implementing business flows, performance tuning, and problem resolution for the IAM solution.
  + SOD violation, custom reports, risk score setup
  + Developed and implemented the SailPoint Identity IQ Solution for configuring Active Directory and Shared Folders.
  + Implemented SailPoint IIQ password features and set up SailPoint IIQ policy server.
  + Created complex exclusion rules, correlation tasks, and data loading tasks.
  + Assisted in the development and customization of rules that aid in data collection, as well as the configuration and troubleshooting of the SailPoint Identity IQ platform.
  + Developed and deployed several SailPoint Connectors out of the box to connect various client systems.

**Iron Mountain Services PVT Ltd**

**Senior Software Engineer 11/2018-05/2019**

* Participated actively in the implementation of SailPoint's IdentityIQ.
* Worked on Identity Access Management and effectively used it in the design and implementation of SailPoint.
* Participated in the development and implementation of LCM and PE Modules.
* Developed roles, membership rules, and access policies to perform provisioning and de-provisioning on various application instances that interact with target systems.
* SailPoint IIQ was integrated into Active Directory, and all users were bulk loaded from a flat-file dump from their source. Designed a custom approval workflow that can be scaled to three levels of approval based on risk level.
* Create complex exclusion rules, correlation tasks, and data loading tasks.
* Developed and deployed several SailPoint Connectors out of the box to connect various client systems.

**Broadcom (Formerly CA Technologies India PVT Ltd)**

**Software Engineer 06/2013-11/2018**

* Install, Upgrade and Migrations of CA Security productions like CA IDENTITY MANAGER, CA SITEMINDER on various platforms and high available configurations.
* Installing, configuring, and implementing
* Worked on endpoint integration with both out of the box and custom connectors.
* Hands-on experience installs and configuring CA Identity Manager, CA Governance Minder and CA Siteminder in High Availability.
* Extensively worked on IM features like Password management, In-session Workflow, Reconciliation, Webservices APIs, Audit, Self-Registration, Identity policies, Access & Admin Roles, Roles & Rules, Auditing.
* Developed Webservices to communicate to other modules using XML based SOAP and WSDL via Task Execution Web Service TEWS.
* Worked on configuration of Event listeners, BLTH, LAH.
* Provisioning features: Account Management, Provisioning Directory
* Develop JNDI/JDBC/SCIM/REST connectors using Connector Xpress.
* Deals with customer issues of Identity Manager Product as part of the L3 sustaining team.
* Understanding Identity Manager Server core feature enhancements and Installations on (JBoss/WebLogic/WebSphere).

# CERTIFICATIONS

**Microsoft certified Identity and Access Administrator Associate**

# EDUCATION

**KL University (KLU, India)**

Bachelor of Technology in Electronics & Communications (2009-2013) with an aggregate of 9.1 CGPA.