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**选题背景与意义**

去中心化金融（DeFi）指的是使用去中心化基础（例如区块链、智能合约）设施构建的借贷和交易等金融服务。在该生态系统下，所有用户对其资产完全控制，通过点对点（P2P）、去中心化应用程序（Decentralized Applications, DApps）进行交互。去中心化金融将区块链技术与金融结合，充分利用区块链的透明性、无许可、分布式计算的特点。区块链上的开源的环境与智能合约能够使用户充分了解金融交易背后所有的清算、结算、撮合机制，掌握交易的底层逻辑，同时区块链的特性也保障了所有交易都可追溯与验证。

但目前，所有区块链都是在独立的环境中发展的，具有不同的规则和共识机制，这意味着他们无法进行原生性通信，代币也无法在区块链之间流动，不可避免地产生了价值孤岛。随着区块链行业的蓬勃发展，多个公有链、私有链、联盟链相继出现，各链的代币都被赋予了不同价值，在去中心化金融生态下产生价值壁垒，阻碍了系统的进一步发展。为了解决不同链的价值交换问题，跨链机制应运而生。跨链主要是指利用某些技术让价值跨越链的障碍，原本具有特定链上价值的代币能够转换为具有另一种链上价值的代币，从而实现价值流通。

然而近两年来，跨链安全事件频发，据统计，在13次单独的跨链桥黑客攻击中，有数十亿美元的加密货币被盗，其中大部分是今年遭受的损失。2022年2月，以太坊和Solana的链桥验证节点签名被伪造，造成损失超3.2亿美元；10月7日，全球最活跃的公链之一BNB Chain被黑客攻击，涉及资产价超5亿美元；10月11日，QANplatform跨链桥项目遭受黑客攻击，疑似因为私钥泄漏导致，共造成约190万美金的损失......截至2022年10月，跨链桥的攻击占被盗资金总额的69%。种种被攻击案例意味着跨链系统的项目繁杂，漏洞较大，机制不完善，黑客群体能够利用跨链漏洞造成巨额损失。

如何能对跨链系统进行实时的监控和预警显得尤为关键。目前的跨链系统亟需检测跨链交易行为，精准匹配出入链信息。只有准确感知可疑交易，才能及时阻止恶意操作并追踪黑客用户，从而降低金融损失。因此跨链系统的监控与预警工作对于提高区块链金融安全、加强生态监管有重要意义。

**研究的基本内容和拟解决的主要问题；**

本项目研究的基本内容包括区块链交易、跨链系统、跨链安全问题、监听系统设计等。

区块链的基础技术主要包括哈希运算、数字签名、P2P网络、共识算法以及智能合约。交易是区块链系统的核心，记录区块链上发生的一切内容，包括转账的完整信息、交易产生的时间以及链上位置信息、完成交易所需要的手续费等。

区块链的互操作性是一个突出的前沿研究领域，其目的是在原本孤立的区块链之间建立桥梁。跨链系统需要完成的工作主要包括代币交易、跨链通信传输、协议认证、可信验证等。跨链协议试图在两个区块链之间移动代币时提供一定的证明机制，例如基于哈希锁、单方或多方签名证明、侧链与中证机制、分布式私钥控制等技术。

若用户以合法流程完成跨链交易，是融合区块链金融的一大激励，有利于区块链生态的良好发展。但实际上当前主流的跨链桥项目机制并不完善 —— 无论在源链存人资金阶段、跨链通信验证阶段、目标链上用户提取资金阶段，都存在不同类型的漏洞。为了尽可能地在监听过程中对可疑跨链交易进行有效预警，需要首先对跨链安全问题进行总结，从而提取出此类交易的特征。

链上监听系统是通过实时收集链上数据，提取出感兴趣的部分。由于本项目以跨链交易作为监听任务对象，需要在不同链上同时提取数据信息，并在后端数据处理中心完成交易匹配与评估，最终实现风险预警。

本项目需要解决的主要问题在于以下5个方面：

1. 如何对跨链项目的源码进行完整语义分析；
2. 如何初步筛查出跨链历史交易中的问题交易
3. 基于大量的跨链项目，如何制定统一的跨链可疑行为认定标准；
4. 如何实时获取多条链上的交易数据；
5. 如何及时有效地提出警示。

**研究方法及措施；**

本项目采用调查与实践相结合的研究方法，基于forta技术框架与PostgreSQL设计并实现跨链监听系统。主要措施以及相关技术包括：

1. 调研跨链交易相关的论文、报告等，对于跨链交易的原理与技术展开理论性学习，从而掌握跨链交易流程与设计机制。
2. 通过阅读主流跨链桥项目的官方文档和项目源代码，对其进行完整的架构分析。以及智能合约的语义解析。进一步梳理所有跨链桥项目的关键信息，包括合约地址、调用方法、触发函数等。
3. 使用开源跨链桥项目的完整体系，在测试链上完成部署与调用，实践跨链桥项目的交易流程。
4. 基于常用区块链浏览器etherscan与chainbase的API，以及geth节点，使用已解析的桥项目逻辑收集多条链上的跨链交易数据，并完成出金-入金交易的匹配，将完整资金流信息存入数据库。
5. 通过计算匹配后的出金-入金额度差值，初步将差值较大的交易定为可疑交易行为，提取该部分交易的特征。
6. 基于可疑交易特征拟定预警逻辑，在历史数据中进行回测，提高预警逻辑的准确率。
7. 学习使用forta技术框架，实现链上监听，实时收集多链数据并完成跨链交易的匹配，随后使用已制定的预警逻辑分析当前交易，及时警报风险交易。

**研究工作的步骤与进度；**

为了建立可信的跨链监控系统，有效解决上文提出的研究问题，本项目将依据以下计划逐步实现：

1. 2022.11 - 2022.12，学习并掌握跨链交易流程；调研主流跨链桥项目并完整解析。
2. 2022.12 - 2023.01，收集多链上的跨链交易入库；精确匹配出入金行为，建立完整资金流；初步筛查出可疑交易。
3. 2023.01 - 2023.02，分析可疑交易的行为特征，进一步制定预警标准；同时实时收集跨链交易信息。
4. 2023.02 - 2023.04，建立完整的跨链监听系统，对跨链交易进行实时分析，完成风险预警。
5. 2023.04 - 2023.05，测试系统，从处理时间、预警准确率等方面提升系统性能；完成毕业设计相关文书等。
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**暂定**

扩展而言，跨链也能够传输不同链之间的信息，实现信息交换，最重要的是能够释放不同链的潜力，让更多的用户参与，让更多的链相互流通，最终形成一个和谐发展的大生态，一个具有高度价值的去中心化互联网。

为了及时检测可疑跨链交易，本课题拟提出一种能实时监控跨链安全的系统和方法。通过对跨链安全中关键行为的识别和提炼，能实时感知和发现跨链可疑交易，减少金融损失，完善区块链监管，增强整个生态安全性。

跨链桥作为区块链重要基础设施，发挥着重要作用。首先，跨链桥能转移不同区块链之间的资产和信息；其次，用户群体以及去中心化应用（Decentralized Apps，DApps）通过跨链桥可疑利用各种区块链的优势，降低交易的附加成本，便利去中心化金融的发展；此外，跨链桥的存在使得不同区块链的开发人员实现技术融合，协作发展。

。这些创新性协议在理论上提供了强大的隐私与安全保证，但在实际应用中仍然存在较严重的漏洞。

举例来说，Alice的全部资产均为存储在Ethereum链上的ETH，现在希望购买BSC链上Bob的一部分BNB资产，需要有一个交易中介来完成。跨链桥作为中介，会在不同的链上发布项目本身支持的、不同于ETH和BNB的另一种货币（例如anyETH），但是该货币在链上没有实际价值。Alice需要在Ethereum链上与中介进行货币兑换，按照汇率将自己的ETH兑换为；中介确认Ethereum上的货币兑换流程无误后即向BSC链发起通信，内容包括Alice的账信息以及需求等；BSC链上的中介接收到信息后进行严格验证后，再次按照汇率给Alice发放一定的BNB。Alice于是获得在BSC链上的资产，可以与Bob直接进行交易。

具体地，需要对区块链上智能合约的部署与调用、区块链监听方案、跨链系统项目、跨链可疑行为感知、跨链金额可靠计算等内容展开深入研究。

1. 依据已梳理的项目逻辑，对不同链上的信息进行匹配，即完成同一笔跨链交易出金-入金的精确匹配。
2. 数据收集与筛查、恶意交易行为分析、搭建系统实现链上监听、

采用基于已有的跨链桥进行解析，收集对应的历史跨链交易数据，筛查出可疑的交易记录，从已知本项目需要通过跨链桥项目的深入调研、历史数据的收集与匹配等工作，筛选出