* Bsc degree of Computer Science or equivalent.
* Familiarity with vulnerability assessment and penetration best practices
* Experience with vulnerability and penetration testing techniques and tools
* 3 or more years of hands-on penetration testing experience
* 3 or more years of hands-on red team testing experience
* One of the following certificates at least (CREST, OSCP , GPEN , GIAC)
* Competency in common operating systems (e.g. Windows, macOS, Linux)
* Proficiency with at least two scripting languages (e.g. Python, Bash, JavaScript, PowerShell)