信息办的老师，

您好，

经过红毯小组工程师们的检查，在查看后端log与数据库之后，发现没有发生数据的改动。且本身的程序利用JWT限制访问权限、单页面，是安全可靠的，这次出现意外主要是因为网站的用户名密码过于简单与常用。已对用户名密码进行了修改，增高了复杂度。

网站对突发情况的处理：

1. 由于在网站中暴露的api大多都是小规模修改性质的api，并不会对数据库进行大规模的改动；
2. 在管理员网站中每一次对数据的改动都有log记录，可以手动恢复数据；
3. 程序后端有专门为管理员网站设置的拦截器程序，一旦发生泄露，使用拦截器阻拦所有管理员访问，保护数据库数据

对这次意外事件的发生，我们红毯组工程师深表歉意。并引以为戒，重视网站的安全维护。