Autentificare

Pentru a ajuta putin pe partea de securitate, odate ce credentialele unui utilizator au fost verificate se va folosi **session regenerate id,** din moment ce session id este cel pasat intr un cookie pentru a evita sniffing in timpul procesarii login ului.

Nu vor fi stocate informatii in sesiune referitoare la credentiale, un usedID fiind suficient.

Se poate seta un cookie astfel incat utilizatorul sa nu fie nevoie sa se logheze din nou la urmatoarea vizita. Se stocheaza un userID si un autogenerated token care este verificat in baza de date.