grep '|' app/etc/applied.patches.list

bash patch\_supee-5994.sh

sh *patch-file-name*.sh

sh *patch-file-name*.sh -R

**Already Installed**

SUPEE-5344, SUPEE-1533, SUPEE-6482

………………………………………….

1533\*

3941 later

5344\* not install in live

5994 installe

6285 installed

6482\* already installed - august 4, 2015 - but still warning message

…………………………………………………………………….

**6788**

|  |  |  |
| --- | --- | --- |
| critical | 28/10/2015 8:48:23 AM | October 27, 2015: New Magento Security Patch (SUPEE-6788) – Install Immediately |

<https://magento.com/security/patches/supee-6788-technical-details>

copy .htaccess and .htaccess.sample from fresh copy and place it into the root directory

run the patch and that will run successfully

………………………………………………………….

|  |  |
| --- | --- |
| 18/11/2015 11:25:00 AM | New JavaScript Malware Issue. Make sure your site is secure. |

<https://magento.com/security/news/new-javascript-malware-issue>

………………………………..

|  |  |  |  |
| --- | --- | --- | --- |
| **7405** - critical | 21/01/2016 9:17:19 AM | Important: New Security Patch (SUPEE-7405) and Release – 1/20/2016 | critical |

…………………………………same as prev………………………

**7405**

|  |  |  |  |
| --- | --- | --- | --- |
|  | critical | 24/02/2016 7:06:43 PM | Important: Updates to SUPEE-7405 Security Patch and Release – 2/23/2016 |

You must install the SUPEE-7405 v 1.0 patch before installing the SUPEE-7405 v 1.1  patch bundle if you are running a version of Magento Enterprise Edition prior to 1.14.2.3 or Magento Community Edition prior to 1.9.2.3.

…………………………………………………………………..

<https://support.hypernode.com/knowledgebase/magento-patch-supee-8788-release-1-9-3/>

………………………………………………………………….

**8788**

|  |  |  |  |
| --- | --- | --- | --- |
|  | critical | 13/10/2016 7:30:13 AM | Community Edition 1.9.3 and SUPEE-**8788** Provide Critical Security & Functional Updates – 10/12/2016 |

Install - 3941

C:\wamp64\www\magentokickstart\app\code\core\Mage\Adminhtml\Block\Dashboard\Graph.php

C:\wamp64\www\magentokickstart\app\code\core\Mage\Adminhtml\controllers\DashboardController.php

Revert 1533 – no need

C:\wamp64\www\magentokickstart\app\code\core\Mage\Adminhtml\Block\Dashboard\Graph.php

C:\wamp64\www\magentokickstart\app\code\core\Mage\Adminhtml\controllers\DashboardController.php

………………………………………………………………

**9652**

Community Edition 1.9.3.2 and SUPEE-9652 Resolve Zend Framework Security Issue – 2/7/2017