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Before 
We Start... 
Have You Loaded 
the Course Github Page?











IPFS Node Roles

● Always online

● Focused on providing 

content

● Typically hosted in data 

centers

● May come online / offline

● Focused on consuming 

content

● Typically a consumer device

The Server The Client
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Cloud Providers
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Signing Up
https://do.co/pinata



Don’t worry. 

Your card won’t be 
charged.

Just be sure to destroy 
your node when you’re 
done with this course.





Creating Your Machine 
(Droplet)











SSH Setup



If you already have a key … 
just wait



Creating your SSH key with OpenSSH
( Just wait if you already have a key )



Copying your SSH key



Click on “New SSH Key” and paste your public key





Success



Connecting to your droplet



Updating your droplet



Optional Step:
Creating a non-root user



Securing 
Your Droplet



Click “Networking”



Click “Firewalls”



Click “Create Firewall”





Installing IPFS



IPFS Installation



IPFS Installation



IPFS Installation



Almost There!





Keeping IPFS Running



Keeping IPFS Running...Continued



Success





Let’s try pinning something





Let’s set up our gateway and view it





Avoid Being Billed
Destroying Your Droplet







What Next?



Choose Your Own Adventure
● Tips and tricks for your node’s settings

● IPFS infrastructure Q&A



Tips & Tricks
● To enable local network discovery: set up the “Discovery” settings

○ MDNS: enabled means that nodes on the same network can find each other

● Understand the “Routing” settings

○ Type: dht means the node will serve content to the network

○ Type: dhtclient means the client will only consume content from the network



Tips & Tricks
● Increase your node’s discoverability with ConnMGR settings

○ HighWater: The max # of concurrent connections your node will maintain to other 

nodes

○ LowWater: The minimum # of concurrent connections your node will maintain

● NAT is annoying to deal with, but not impossible!

○ EnableAutoRelay: Allows nodes behind firewalls discover their NAT situation

○ EnableAutoNATService: Enables a client behind a firewall to discover their NAT 

situation


