**Igor Povarich**

Vehicular Ad-Hoc Networks and Their Applications

*The following article describes a research survey performed around the field of Vehicular Ad-Hoc Networks (VANET) and their Applications. It also outlines the experiment to be performed in the interest of learning and validation of the 802.11p protocol.*

# **Background** / Literature Review

While commercial vehicles have, in recent years, seen a plethora of new and improved safety features such as anti-lock braking, seat belts, airbags, rear-view cameras, electronic stability control, etc., vehicle accidents have nevertheless continued to rise. [1] Some studies have claimed that up to 60% of accidents on motorways could be avoided if warning messages were provided to the drivers just a few seconds prior to the moment of the crash [2].

In recent years, much interest has been garnered for implementation of VANETs (Vehicular Ad-Hoc Networks) as a potential solution to increase road safety while also providing opportunities for user applications to increase convenience, and working toward an Intelligent Transport System (ITS). VANETs are a sub-category of MANETs (Mobile Ad-hoc Networks), with some specific types of challenges.

Research is ongoing in many institutions and companies around the world, but in 1999 the ECC and FCC reserved a five and seven 10MHz band of the 5.9GHz spectrum specifically for emergency V2V (Vehicle to Vehicle) and V2I (Vehicle to Infrastructure) applications in Europe and the US, respectively. Several standards have already been established around this allocation, namely a group of standards called 802.11p (which includes the PHY and MAC layers) and the Wireless Access in Vehicular Environments (WAVE) in order to help facilitate the implementation of ITS. [3] [5]

The physical layer of 802.11p is very similar to 802.11a (in order to use the same chipsets), using orthogonal frequency division multiplexing (OFDM) with the major difference being a doubling of the physical parameters in the time domain to decrease inter-symbol interference caused by the multipath delay spread and the Doppler spread effects. 802.11p is also considered a hybrid of 802.11a and 802.11e because it uses the extended DCF defined in 802.11e, which adds support for Quality of Service (QoS). [4]

Most ongoing research experiments use IEEE 802.11a, b, g, or the previously mentioned new 802.11p standard. Due to the very dynamic nature of VANETs, low latency requirements, and stringent PHY/MAC requirements, this renders many types of traditional networks, such as TCP/IP, MANETs, 3g/4g cellular problematic as solutions, hence the development of this new standard.

More modern implementations of VANETs are also evaluating using SDN controllers to help improve connectivity, routing selection, channel selection, and power selection in complex networks. [6]

Another major area of development necessary for VANETs to be successfully implemented is around security. [7] [8] The packets that are being broadcast will often contain sensitive information about the vehicle/owner and the low latency and ad-hoc requirements of the topology make it a potentially tempting target for attackers. Another concern is that a malicious agent could, for example, issue a false accident report or traffic jam, potentially causing disruptions or congestion in other parts of the roadway or increasing the risk of fatal accidents.

# **Methodology / Metrics**

For the experimental implementation of this project, an 802.11p transceiver/receiver will be implemented in GNURadio similar to that in [5]. Simulated noise will be varied at several levels as well as the modulation scheme (BPSK,QPSK,QAM-16,and QAM-64). The performance with respect to error rate and throughput. As a performance comparison, several similar networks, such as 802.11a and 802.11e will be implemented in a similar manner. [9]

As mentioned earlier, another major concern in VANET topologies is around security. Some of the major concerns have been addressed in some of the recent updates to the IEEE 1609.2b standard [10] through the use of administrative tools such as encryption keys and Secure Protocol Data Units (SPDUs). The benefits of these standards and potential gaps will be discussed.
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