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**Цель работы:** ознакомление студентов с существующими

криптографическими алгоритмами, используемые для защиты информации,

формирование умений применять основные криптографические стандарты,

протоколы и алгоритмы, формирование навыков прикладной и программной

реализации криптоалгоритмов, а также владения криптографической

терминологией.

**Указание к заданию:** согласно методическому материалу я создал два файла: main.py и functions.py, реализующие методы зашифрования и расшифрования текста, который можно написать в консоли или в файле с его дальнейшим прочтением, также можно указать сдвиг шифра.

**Задание для выполнения:**

1. Добавить в имеющиеся программы дополнительный функционал:

a) вывод статистики по тексту (частота символов, встречаемых как в

исходном, так и зашифрованном тексте).

b) вывод названия метода шифрования, автора и дату разработки программы

c) модуль защиты интеллектуальных прав на программу (запрашивает ключ

на использование программы, отсчитывает срок действия лицензии)

2. Разработать и протестировать программу на языке программирования

Python для шифрования, расшифрования и криптоанализа текста:

a) методом перестановки символов (размер блока от 4 до 8 символов)

b) методом гаммирования (сложения с гаммой, размер гаммы от 4 до 8

символов).

c) методом Виженера (ключевое слово от 4 до 8 символов).

d) шифром Полибия

e) методом Playfair.

f) методом аффинного шифра.

**Ход работы:**

Для реализации дополнительного функционала создаем новый файл additional\_functions.py и пишем соответствующие функции:

**Вывод статистики по тексту**

def text\_statistics(text):

stats = Counter(text)

total\_chars = len(text)

print("Статистика символов в тексте:")

for char, freq in stats.items():

print(f"Символ: '{char}' — Частота: {freq} ({(freq / total\_chars) \* 100:.2f}%)")

print(f"Всего символов: {total\_chars}")

**Вывод общей информации**

def program\_info():

print("Метод шифрования: Caesar Cipher")

print("Автор: Иван Иванов")

print("Дата разработки: 14 ноября 2024 года")

**Модуль защиты интеллектуальных прав на программу**

def license\_check():

valid\_key = "12345-ABCDE"

license\_duration\_days = 30

user\_key = input("Введите лицензионный ключ: ")

if user\_key != valid\_key:

print("[-] Неверный ключ! Доступ запрещен.")

return False

try:

with open("license\_date.txt", "r") as f:

activation\_date = datetime.datetime.strptime(f.read().strip(), "%Y-%m-%d")

except FileNotFoundError:

activation\_date = datetime.datetime.now()

with open("license\_date.txt", "w") as f:

f.write(activation\_date.strftime("%Y-%m-%d"))

current\_date = datetime.datetime.now()

if (current\_date - activation\_date).days > license\_duration\_days:

print("[-] Срок действия лицензии истек.")

return False

print("[+] Лицензия действительна.")

return True

2) Пропишем также и реализацию других методов шифрования:

import string

import random

# a) Метод перестановки символов

def transposition\_cipher(text, block\_size):

if not (4 <= block\_size <= 8):

raise ValueError("Размер блока должен быть от 4 до 8 символов.")

padded\_text = text + ' ' \* ((block\_size - len(text) % block\_size) % block\_size)

blocks = [padded\_text[i:i+block\_size] for i in range(0, len(padded\_text), block\_size)]

encrypted\_text = ''.join([''.join(random.sample(block, len(block))) for block in blocks])

return encrypted\_text

# b) Метод гаммирования (сложение с гаммой)

def gamma\_cipher(text, gamma):

gamma = (gamma \* (len(text) // len(gamma) + 1))[:len(text)]

encrypted\_text = ''.join(chr(ord(c) ^ ord(g)) for c, g in zip(text, gamma))

return encrypted\_text

# c) Шифр Виженера

def vigenere\_cipher(text, keyword, encrypt=True):

keyword = (keyword \* (len(text) // len(keyword) + 1))[:len(text)]

shift = 1 if encrypt else -1

encrypted\_text = ''.join(

chr((ord(c) + shift \* ord(k)) % 256) for c, k in zip(text, keyword)

)

return encrypted\_text

# d) Шифр Полибия

def polybius\_square\_cipher(text):

square = [['A', 'B', 'C', 'D', 'E'],

['F', 'G', 'H', 'I', 'K'],

['L', 'M', 'N', 'O', 'P'],

['Q', 'R', 'S', 'T', 'U'],

['V', 'W', 'X', 'Y', 'Z']]

row\_col\_map = {square[r][c]: f"{r+1}{c+1}" for r in range(5) for c in range(5)}

encrypted\_text = ''.join(row\_col\_map.get(char.upper(), char) for char in text)

return encrypted\_text

# e) Шифр Плейфера

def playfair\_cipher(text, keyword):

keyword = ''.join(sorted(set(keyword), key=keyword.index))

keyword = keyword.replace("J", "I")

alphabet = "ABCDEFGHIKLMNOPQRSTUVWXYZ"

matrix = keyword + ''.join(c for c in alphabet if c not in keyword)

pairs = [(text[i], text[i + 1]) for i in range(0, len(text), 2)]

encrypted\_text = ""

for a, b in pairs:

if a == b:

b = 'X'

a\_index = matrix.index(a)

b\_index = matrix.index(b)

a\_row, a\_col = divmod(a\_index, 5)

b\_row, b\_col = divmod(b\_index, 5)

if a\_row == b\_row:

encrypted\_text += matrix[a\_row \* 5 + (a\_col + 1) % 5] + matrix[b\_row \* 5 + (b\_col + 1) % 5]

elif a\_col == b\_col:

encrypted\_text += matrix[((a\_row + 1) % 5) \* 5 + a\_col] + matrix[((b\_row + 1) % 5) \* 5 + b\_col]

else:

encrypted\_text += matrix[a\_row \* 5 + b\_col] + matrix[b\_row \* 5 + a\_col]

return encrypted\_text

# f) Аффинный шифр

def affine\_cipher(text, a, b, encrypt=True):

if not (0 < a < 26 and 0 <= b < 26):

raise ValueError("a должно быть от 1 до 25, b - от 0 до 25.")

a\_inv = pow(a, -1, 26) if encrypt else a

result = ''

for char in text.upper():

if char in string.ascii\_uppercase:

num = ord(char) - ord('A')

if encrypt:

result += chr(((a \* num + b) % 26) + ord('A'))

else:

result += chr(((a\_inv \* (num - b)) % 26) + ord('A'))

else:

result += char

return result

Код сохранен в crypto\_methods.py и прокомментирован

Вывод при тестировании кода:

![](data:image/png;base64,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)

Код для тестирования, сохранен в test\_crypto.py:

from crypto\_methods import (

transposition\_cipher, gamma\_cipher, vigenere\_cipher,

polybius\_square\_cipher, playfair\_cipher, affine\_cipher

)

# Тестируем метод перестановки символов

text = "HELLOWORLD"

print(f"Изначальный текст: {text}")

print("Метод перестановки символов:", transposition\_cipher(text, 5))

# Тестируем метод гаммирования

gamma = "GAMMA"

print("Гаммирование:", gamma\_cipher(text, gamma))

# Тестируем шифр Виженера

keyword = "KEY"

print("Шифр Виженера:", vigenere\_cipher(text, keyword))

print("Расшифровка Виженера:", vigenere\_cipher(vigenere\_cipher(text, keyword), keyword, encrypt=False))

# Тестируем шифр Полибия

print("Шифр Полибия:", polybius\_square\_cipher(text))

# Тестируем шифр Плейфера

keyword = "KEYWORD"

print("Шифр Плейфера:", playfair\_cipher(text, keyword))

# Тестируем аффинный шифр

a, b = 5, 8

print("Аффинный шифр:", affine\_cipher(text, a, b))

print("Аффинная расшифровка:", affine\_cipher(affine\_cipher(text, a, b), a, b, encrypt=False))

**Контрольные вопросы**

1. Что представляет собой криптография?

Криптография — это наука и искусство защиты информации с помощью математических алгоритмов, которые обеспечивают конфиденциальность, целостность, аутентификацию и невозвратность данных. В криптографии используется шифрование для превращения открытого текста в шифрованный (зашифрованный) текст, который может быть расшифрован только с использованием определенного ключа или алгоритма.

2. Какие методы криптографического преобразования по виду воздействия на исходную информацию вам известны?

Основные методы криптографического преобразования:

- Шифрование — преобразование открытого текста в зашифрованный текст с помощью ключа и алгоритма.

- Хэширование — преобразование исходной информации в фиксированную строку (хэш), которая не может быть расшифрована обратно в исходный текст.

- Подписи — использование криптографических алгоритмов для создания цифровых подписей, которые подтверждают подлинность документа.

- Маскирование — процесс скрытия части информации, например, замены символов с целью защиты конфиденциальности.

- Секретные каналы связи — способы защищенной передачи информации с использованием криптографических методов.

3. Каким требованиям должны отвечать современные методы шифрования?

Современные методы шифрования должны отвечать следующим требованиям:

-Конфиденциальность — защита данных от несанкционированного доступа.

- Целостность — обеспечение того, чтобы данные не были изменены в процессе передачи или хранения.

- Аутентификация — проверка подлинности источника информации.

- Невозможность восстановления ключа (или криптостойкость) — защита от атак, которые могут привести к вычислению ключа шифрования.

- Эффективность — алгоритм должен работать быстро и с минимальными ресурсами.

- Устойчивость к атакам — метод должен быть защищен от различных атак, таких как атаки по известному открытому тексту, атаки на основе анализа времени, криптоанализ и т.д.

4. В чем заключаются преимущества и недостатки симметричных криптосистем?

Преимущества:

- Скорость — симметричные криптосистемы (например, DES, AES) обычно быстрее, чем асимметричные системы, так как используют одинаковые ключи для шифрования и дешифрования.

- Простота реализации — методы симметричного шифрования легче реализуются в программном и аппаратном обеспечении.

Недостатки:

- Проблема распределения ключей — для каждой пары пользователей требуется отдельный ключ. Это приводит к необходимости безопасно передавать ключи, что является уязвимостью системы.

- Масштабируемость — при увеличении числа пользователей количество ключей растет экспоненциально.

-Отсутствие универсальности — если злоумышленник получит доступ к ключу, вся система безопасности будет скомпрометирована.

5. Какие подвиды симметричных алгоритмов шифрования вы знаете? Дайте им краткую характеристику.

- Блочные шифры — шифруют данные фиксированными блоками. Пример: AES (Advanced Encryption Standard), DES (Data Encryption Standard).

- AES — один из самых распространенных блочных шифров с длиной ключа 128, 192 и 256 бит. Обеспечивает высокую криптостойкость и используется в различных областях.

- DES — старый блочный шифр с 56-битным ключом. Сейчас считается небезопасным из-за возможных атак с использованием вычислительных мощностей.

- Потоковые шифры — шифруют данные по одному биту или байту за раз. Пример: RC4.

- RC4 — потоковый шифр, который долгое время использовался в SSL/TLS, но сейчас признан небезопасным из-за уязвимостей.

- Гибридные схемы — комбинируют блочные и потоковые шифры для достижения лучших характеристик по скорости и безопасности.

6. Почему криптостойкость должна обеспечиваться секретностью ключа, а не секретностью алгоритма шифрования?

Основной принцип криптографии заключается в том, что алгоритм должен быть известен всем, а секретность должна поддерживаться только за счет использования ключа. Это позволяет обеспечить:

- Открытость алгоритмов, что способствует их проверке и улучшению.

- Стандартизацию — алгоритм шифрования может быть широко применим в различных системах.

- Секретность ключа — если ключ остается секретным, даже если алгоритм известен, криптосистема останется безопасной. Это позволяет избежать уязвимости, если алгоритм станет общедоступным.

7. В чем заключается назначение криптоанализа?

Криптоанализ — это наука, занимающаяся изучением и анализом криптографических систем с целью поиска уязвимостей и методов для взлома этих систем. Основные цели криптоанализа:

- Взлом шифра — нахождение метода дешифрования текста без знания ключа.

- Нахождение слабых мест в алгоритмах — выявление уязвимостей, которые могут быть использованы для эффективного взлома системы.

- Оценка криптостойкости — тестирование системы на устойчивость к различным атакам.

8. В чем заключается криптоанализ методом протяжки вероятного слова?

Метод протяжки вероятного слова используется в криптоанализе для поиска ключа шифрования при условии, что криптографический алгоритм использует подстановку. Этот метод включает:

1. Выбор предполагаемого ключевого слова или фразы, которая может быть частью шифрованного текста (например, часто встречаемые слова, такие как "the", "и", "в").

2. Протяжка — процесс подставления предполагаемого слова в разные места зашифрованного текста и проверка полученных результатов.

3. Используя этот метод, криптоаналитик может "выкрутить" шифр, постепенно восстанавливая ключ или другие ключевые элементы алгоритма на основе анализа вероятности появления предполагаемых слов в тексте.

Метод основан на частотном анализе и эвристиках, предполагающих, что в языке есть определенные закономерности и часто повторяющиеся слова.

**Вывод:**

В ходе работы я изучил основные криптографические алгоритмы, такие как перестановка символов, гаммирование, шифры Виженера, Полибия, Плейфера и аффинный шифр. Реализация этих методов позволила мне освоить принципы их работы, терминологию и навыки программной реализации криптоалгоритмов.

**Код программ и отчеты лабораторных работ доступны на моем github:**

[**https://github.com/ironsast/INFOSAFE\_LABS**](https://github.com/ironsast/INFOSAFE_LABS)