1. All the encrypted messages saved in one file, so all the messages are pre-defined
2. Chuck will perform the attacks and figure out the key (he will have to send multiple messages and see what the key is)
3. Once the key is known, create another file with all the decrypted message