**Q1: What is JWT?**  
A JSON Web Token is a compact, signed token used to verify users in a stateless way via HTTP headers.

****Q2: What is the use of** [AllowAnonymous]**?****  
It bypasses authorization checks for that action/controller.

****Q3: What is the use of** [Authorize]**?****It restricts access to authenticated users — optionally filtered by roles.

****Q4: How does** JwtBearerDefaults.AuthenticationScheme **work?****  
It enables JWT validation pipeline using token headers and claims.

**Q5: What happens when token expires?**  
The server responds with 401 Unauthorized on every protected endpoint.