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# Assignment clarification

The specific task in my assignment is to look for and choose some recent CVE. Next part is to implement a simple Python script with use of NSE scripting language or some more advanced scanner like Shodan or so, in edge case I can use Metasploit framework, for detecting vulnerable devices in specified IP range.

# CVE-2020-11969

I have been looking for vulnerability I can detect via network. I chose CVE-2020-11969. Short description of this vulnerability is the following. If Apache TomEE is configured to use the embedded ActiveMQ broker, and the broker URI includes the useJMX=true parameter, a JMX port is opened on TCP port 1099, which does not include authentication. This affects Apache TomEE 8.0.0-M1 - 8.0.1, Apache TomEE 7.1.0 - 7.1.2, Apache TomEE 7.0.0-M1 - 7.0.7, Apache TomEE 1.0.0 - 1.7.5. (1)

# CWE-287

As stated in mitre Common Weakness Enumeration database, above mentioned CVE is type of Improper Authentication. IT means that an actor claims to have a given identity, the software does not prove or insufficiently proves that the claim is correct. (2)
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