## 范围

OCF规范分为两组文档：

- 核心规范文档：核心规范文档指定框架，以实现物联网使用的OCF规约和生态系统。其中包含OCF核心体系结构，接口，协议和服务。

- 垂直域规范文档：垂直域规范文档指定OCF设备规约，以支持不同垂直市场领域的物联网使用，如智能家居，工业，医疗保健和汽车。 它们还指定了资源定义以启用垂直服务和用例。 这些规范包括ISO / IEC 30118-5：2018，它建立在核心规范中定义的OCF核心架构的接口和网络安全性之上。

本文档是OCF核心规范，它规定了框架和核心体系结构。
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## 术语、定义和缩写

### 3.1术语和定义

出于本文档的目的，以下给出的术语和定义适用。ISO和IEC在以下地址维护用于标准化的术语数据库：

- ISO在线浏览平台：https://www.iso.org/obp。

- IEC Electropedia：可从http://www.electropedia.org/获取。

#### 3.1.1 Alert

设备（3.1.10）通过专门的资源类型（3.1.32）提供的信息，提供有关可能采取措施的潜在问题或设备（3.1.10）状态的详细信息。

#### 3.1.2 Atomic Measurement

一种设计模式，确保客户端（3.1.3）只能原子地访问链接资源（3.1.28）的属性（3.1.31），即单个组。

#### 3.1.3 Client

访问服务器上的资源（3.1.28）的逻辑实体（3.1.38）。

#### 3.1.4 Collection

包含零个或多个链接（3.1.18）的资源（3.1.28）。

#### 3.1.5 Common Properties

为所有资源（3.1.28）指定的属性（3.1.31）。

#### 3.1.6 Composite Device

建模为多种设备类型（3.1.11）的设备（3.1.10）; 将每个组件设备类型（3.1.11）作为集合公开（3.1.4）。

#### 3.1.7 Configuration Source

云或服务网络或包含向设备（3.1.10）提供相关配置信息的本地只读文件。

#### 3.1.8 Core Resources

这些资源（3.1.28）在本文档中定义。

#### 3.1.9 Default OCF Interface

一种OCF接口（3.1.15），用于在请求中省略OCF接口（3.1.15）时生成响应。

#### 3.1.10 Device

一个或多个角色的逻辑实体，例如Client（3.1.3），Server（3.1.38）。

注1：在Platform（3.1.27）上可存在多个设备（3.1.10）。

#### 3.1.11 Device Type

拥有唯一命名的定义，指示设备（3.1.10）支持的最小资源类型集（3.1.32）。

注1：设备类型（3.1.11）提供设备（3.1.10）的提示，例如灯或风扇，以便在资源（3.1.28）发现期间使用。

3.1.12 Discoverable Resource

“/ oic / res”中列出的资源（3.1.28）。

#### 3.1.13 OCF Endpoint

参与OCF协议的实体，进一步被识别为给定传输协议簇的请求和响应消息的源或目的地。

注1：传输协议簇的示例是基于IPv6的CoAP over UDP。

#### 3.1.14 Framework

 本文档中定义的一组相关功能和交互的集合，可实现包括物联网在内的各种网络设备的互操作性。

#### 3.1.15 OCF Interface

根据IETF RFC 6690和OCF定义的接口描述，提供资源（3.1.28）的视图和允许的响应。

#### 3.1.16 Introspection

确定设备（3.1.10）的托管资源（3.1.28）功能的机制。

#### 3.1.17 Introspection Device Data (IDD)

描述构成设备（3.1.10）的资源（3.1.28）的每个实现方法的有效负载的数据。

#### 3.1.18 Links

根据IETF RFC 5988扩展类型的Web链接。

#### 3.1.19 Non-Discoverable Resource

未在“/ oic / res”中列出的资源（3.1.28）。资源可以通过链接（3.1.18）访问，该链接由另一个资源传送。例如，在Collection（3.1.4）中链接的资源不必在“/ oic / res”中列出，因为遍历Collection会发现设备上实现的资源。

#### 3.1.20 Non-OCF Device

不符合OCF要求的设备（3.1.10）。

3.1.21 Notification

使客户端（3.1.3）了解资源（3.1.28）中状态变化的机制。

3.1.22 Observe

通过发送RETRIEVE操作来监视资源（3.1.28）的行为，该操作由托管资源的服务器（3.1.38）缓存并在对该资源的每次更改时重新处理。

3.1.23 OpenAPI 2.0