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**Описание предметной области**

Данный топик рассматривает исследования в области разработки Web приложений (Web Application) с использованием языка запросов SQL. Web приложения - это компьютерная программа, которая запускается прямо в веб-браузере. Scripting — это процесс написания скриптов, которые выполняются компьютером для автоматизации определенных задач. В веб-разработке скрипты часто используются для создания динамического поведения на веб-страницах. Язык запросов SQL — это язык, который применяют, чтобы работать с базами данных, структурированных особым образом. Базы данных – это огромное количество информации, разбитое на несколько таблиц для удобства использования.

**Недостаток (Gap)**

Несмотря на широкое распространение методов защиты от SQL Injection, таких как использование параметризованных запросов и фильтрация ввода данных, существует проблема обнаружения и мониторинга новых вариантов атак. Злоумышленники постоянно находят новые методы обхода существующих механизмов защиты, что оставляет веб-приложения уязвимыми к SQL Injection.

**Идея**

Одним из возможных подходов к решению этого недостатка может быть разработка и внедрение алгоритмов машинного обучения для обнаружения аномалий в SQL-запросах. Это позволит выявлять необычные или подозрительные образцы запросов, которые могут указывать на потенциальные атаки SQL Injection.

**Краткий текст обзор**

Область безопасности веб-приложений и поиска уязвимостей привлекает значительное внимание, особенно в контексте атак SQL-инъекций (SQLi) и методов защиты от них[[1]](https://www.zotero.org/google-docs/?ZI37U3),[[2]](https://www.zotero.org/google-docs/?qKnnmQ). В данном обзоре литературы представлены различные подходы и инструменты для анализа безопасности веб-приложений, включая статический анализ кода[[3]](https://www.zotero.org/google-docs/?x38roJ), гибридные методы статического и динамического анализа[[4]](https://www.zotero.org/google-docs/?1z3N20), а также использование контекстно-чувствительного анализа и метрик безопасности[[1]](https://www.zotero.org/google-docs/?aFba0t). Новые исследования рассматривают проблемы комбинирования инструментов статического анализа для удовлетворения потребностей разработчиков[[5]](https://www.zotero.org/google-docs/?bgYija), в том числе анализ производительности и эффективности этих инструментов на реальных веб-приложениях, таких как WordPress, Joomla и Drupal. Другие работы предлагают инновационные методы защиты от атак SQLi, такие как гибридный статический и динамический анализ для ограничения доступа PHP-функций к базе данных[[6]](https://www.zotero.org/google-docs/?VKf7sM) или использование алгоритмов верификации веб-приложений с применением реляционных баз данных и SQL-запросов[[7]](https://www.zotero.org/google-docs/?E3684X),[[8]](https://www.zotero.org/google-docs/?hg4iTy). Предложенные подходы не только успешно предотвращают атаки SQLi, но и демонстрируют незначительное влияние на производительность веб-приложений[[9]](https://www.zotero.org/google-docs/?inLZW2). Также в литературе рассматриваются проблемы безопасности других видов атак, включая межсайтовый скриптинг (XSS), с предложением интегрированных моделей для их предотвращения и обнаружения[[6]](https://www.zotero.org/google-docs/?no4t5H),[[9]](https://www.zotero.org/google-docs/?twbKUD),[[10]](https://www.zotero.org/google-docs/?AQS9Wc). Несмотря на разнообразие инструментов защиты, злоумышленники постоянно находят новые методы её обхода, что представляет существенную угрозу безопасности веб-приложений. Мы предлагаем в нашей статье разработку и использование механизмов машинного обучения для обнаружения аномалий в работе приложения и своевременного их устранения, что может являться решением этой проблемы.
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