Chapter 4 is about computer security, programs and app. Our personal privacy is a concern to most of us. Discuss, should an email service provider disclose data collection practices? Some may argue that collection of student data, which could include grades, is a violation of FERPA - Family Educational Rights and Privacy Act. Is collecting student data a violation of FERPA? Explain why or why not - give examples to support your answer.

There are some estimated four-billion email users around the world, and unbeknownst to most, their incoming and outgoing messages are more than likely scanned by their email service provider. As most email services are privately owned and operated, their right to withhold certain business information, such as data analysis and algorithms, should be recognized, however, the right of consumer privacy should also be considered. Regardless of what user information is gathered or how it is used, email service providers should, in an ideally-ethical world, fully disclose their data collection practices to their users. If a privately-owned service wishes to withhold said information, they should at a minimum be required to inform their users that data collection is used on their service. The user, as always, maintains their right to use, or not use, that service.

Email scans are generally performed by an automated program which “opens” and “reads” the message content. The gathered information is then parsed, processed, and used for a variety of purposes. Some of these purposes are beneficial, such as providing enhanced security against phishing and malware, and others are much more controversial, such as providing targeted advertisement. While the later practice may seem harmless, the accumulation of any personal user information can prove very valuable for a malicious attacker.

Sometimes, the content of emails may not only be very personal and private, but may also be protected under law. The Family Educational Rights and Privacy Act (FERPA), signed into federal law in 1974, protects the privacy of student education records. Given a scenario in which a student’s academic transcript is sent to them via email, is it illegal for the email service provider to scan said email? I think a solution to this issue needs to be approached from a different angle. If an email service has clearly disclosed their data collection practices to the user, then the email service should not be held at any fault if it implicitly violates FERPA. The true responsibility resides upon the original sender, and the individual receiving the information. The sender should safe-guard the information, and the student should only provide a safe email address to which the institute may send the information. Many educational institutions provide an email service which is more secure and adherent to FERPA. (e.g. see Resource 5)
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