**OPENSSH**

**SSH** **S**ecure **SH**ell es un conjunto de estándares y protocolos de red que permite establecer una comunicación a través de un canal seguro entre un cliente y un servidor. Utiliza una clave pública cifrada para autenticar el servidor remoto y, opcionalmente, permitir a dicho servidor autenticar al usuario

**SSH** provee confidencialidad e integridad en la transferencia de los datos utilizando criptografía y **MAC** (**M**essage **A**uthentication **C**odes)

De modo predeterminado, escucha peticiones a través del puerto 22 **TCP**

**Instalación**

Los paquetes necesarios para la instalación son **openssh-server** y **openssh-client**

**Inicio, parada y reinicio del servicio openSSH**

service ssh start | stop | restart

**Ficheros de configuración**

Se encuentran en el directorio /etc/ssh

sshd\_config configuraciones del servidor **openSSH**

ssh\_config configuraciones del cliente

**Configuración de un servidor openSSH**

|  |  |  |
| --- | --- | --- |
| **OPCIONES GENERALES** | | |
| **OPCIÓN** | **DESCRIPCIÓN** | **VALOR POR DEFECTO** |
| Port | Puerto por el que recibe peticiones el servidor openSSH  Se pueden especificar varias entradas para que openSSH trabaje en diferentes puertos | 22 |
| Protocol | Versión del protocolo soportado por el servidor y orden de preferencia | 2 |
| ListenAddress | Dirección IP local que escucha las conexiones entrantes  Pueden especificarse varias entradas para indicar varias direcciones de red  Se usa cuando el servidor dispone de varias tarjetas de red | Todas |
| Banner | Muestra un mensaje antes de acceder al servidor SSH | vacio |
| **OPCIONES DE USUARIOS Y GRUPOS** | | |
| **OPCIÓN** | **DESCRIPCIÓN** | **VALOR POR DEFECTO** |
| AllowGroups | Lista de nombres de grupos separados por espacios cuyos miembros, sea como grupo  Primario o grupo suplementario, tienen permitido el acceso el sistema mediante SSH  Se pueden utilizar caracteres comodines \* y ¿ | Todos los grupos |
| AllowUsers | Lista de nombres de usuarios separados por espacios cuyo acceso al sistema  está permitido pos SSH  Se puede utilizar de la forma usuario@ordenador, comprobando entonces tanto  El nombre del usuario como el ordenador desde el que se intenta acceder  Se pueden utilizar caracteres comodines \* y ¿ | Todos los usuarios |
| DenyGroups | Lista de nombres de grupos separados por espacios cuyos miembros, sea como grupo  Primario o grupo suplementario, no tienen permitido el acceso el sistema mediante SSH  Se pueden utilizar caracteres comodines \* y ¿ | Ningún grupo |
| DenyUsers | Lista de nombres de usuarios separados por espacios cuyo acceso al sistema no  está permitido pos SSH  Se puede utilizar de la forma usuario@ordenador, comprobando entonces tanto  El nombre del usuario como el ordenador desde el que se intenta acceder  Se pueden utilizar caracteres comodines \* y ¿ | Ningún usuario |
| **OPCIONES DE ACCESO** | | |
| **OPCIÓN** | **DESCRIPCIÓN** | **VALOR POR DEFECTO** |
| LoginGraceTime | Tiempo, en segundos, antes de que se cierra la sesión de autentificación |  |
| PasswordAuthentication | Permite la autentificación mediante password | Yes |
| PermitRootLogin | Permite el acceso de root mediante SSH | Yes |
| PermitEmptyPasswords | Permite el acceso de usuarios sin contraseña | No |
| PubkeyAuthentication | Permite autenticación mediante clave pública/privada | Yes |
| MaxAuthTries | Número máximo de intentos de autenticación por conexión | 6 |
| MaxStartups | Número máximo de conexiones simultaneasen estado de autenticación | 10 |
| UsePAM | Indica si se utiliza PAM para comprobar el acceso de los usuarios  Esta directiva está relacionada con **PasswordAuthentication** | Yes |
| **OPCIONES DE REENVÍO DE CONEXIONES X11** | | |
| **OPCIÓN** | **DESCRIPCIÓN** | **VALOR POR DEFECTO** |
| X11Forwarding | Permite la ejecución remota de aplicaciones gráficas | Yes |

El orden de procesamiento de las opciones de usuarios y grupos es DenyUsers, AllowUsers, DenyGroups, AllowGroups

Si se especifican entradas en DenyUsers o DenyGroups, dichos usuarios o grupos tendrán denegado el acceso mediante **SSH**, mientras se permite el acceso al resto de usuarios y grupos.

Si se especifican entradas en AllowUsers o AllowGroups, dichos usuarios o grupos tendrán permitido el acceso mediante **SSH**, mientras se deniega el acceso al resto de usuarios y grupos.

NOTA Para comprobar la correcta sintaxis del archivo de configuración podemos utilizar el comando sshd -t

**Uso del cliente openSSH**

La sintaxis del cliente **openSSH** es

ssh opciones usuario\_remoto@ordenador\_remoto

Donde

**usuario\_remoto** es el usuario con el que queremos iniciar sesión en el servidor

**ordenador\_remoto** es el ordenador remoto al que queremos acceder

Ejemplo. Conectar al servidor 192.168.1.xx con el usuario usuario

ssh [usuario@192.168.1.xx](mailto:usuario@192.168.1.xx)

La primera vez que nos conectamos a un ordenador remoto, este, se añadirá al archivo known\_host del cliente. Dicho archivo está en el directorio /home/usuario/.ssh/

Opciones

**-p** indica el puerto cuando se configura un puerto diferente al 22

**Reenvío de conexiones mediante openSSH**

Además de proporcionar una interfaz de línea de comandos segura, **SSH** permite redirigir conexiones X11 y puertos inseguros por un canal **SSH** previamente abierto

Reenvío de X11

Para poder reenviar X11, el cliente de **SSH** debe estar ejecutando un servidor X, además, tanto el cliente como el servidor remoto tienen que tener habilitado en su configuración la posibilidad de permitir reenvío X11

Para hacer uso de reenvío X11 habrá que indicarlo en la conexión **SSH** mediante la opción **-X**

Ejemplo. Ejecutar xclock mediante reenvío X11

ssh –X usuario\_remoto@servidor\_remoto

xclock

**Transferencia de archivos mediante openSSH**

La trasferencia de archivos mediante **openSSH** entre dos ordenadores se puede realizar mediante dos programas **SCP** y **SFTP**

**SCP**

**SCP** se utiliza para transferir ficheros entre ordenadores de forma segura y encriptada. Su sintaxis es

scp fichero\_local usuario@ordenador\_destino:/ruta\_fichero\_remoto

Donde

**fichero\_local** es el fichero que quiero enviar

**usuario** es el usuario con el que nos conectaremos al ordenador destino

**ordenador\_destino** es el ordenador al que deseamos enviar el fichero

**:/ruta\_fichero\_remoto** ruta donde enviaremos el archivo

Opciones

**-r** copia recursiva de directorios

**-p** conserva las propiedades de/los archivos (permisos, fechas de creación, fechas de modificación)

**-P** establece puerto de conexión en caso de ser diferente al puerto 22

Ejemplo. Enviar el archivo hola.txt mediante **scp** al directorio /home/usuario/Documentos

scp hola.txt usuario\_remoto@ip\_ordenador\_remoto:/home/usuario\_remoto/Documentos

Ejemplo. Recibir el archivo adiós.txt mediante **scp** al directorio home del ordenador local

scp [usuario\_remoto@ip\_ordenador\_remoto:/home/usuario\_remoto/Documentos/adios.txt /home/usuario\_local/Documentos/](mailto:usuario_remoto@ip_ordenador_remoto:/home/usuario_remoto/Documentos/adios.txt%20/home/usuario_local/Documentos/)

Ejemplo. Recibir todos los archivos del directorio Música del ordenador remoto mediante **scp**

scp [usuario\_remoto@ip\_ordenador\_remoto:/home/usuario\_remoto/Música/\* /home/usuario\_local/Documentos/](mailto:usuario_remoto@ip_ordenador_remoto:/home/usuario_remoto/Documentos/adios.txt%20/home/usuario_local/Documentos/)

**SFTP**

**SFTP** permite abrir una conexión segura e interactiva de **FTP**, pudiendo ejecutar cualquier comando disponible en **FTP** a través de esta conexión encriptada. Su sintaxis es

sftp usuario\_remoto@ordenador\_remoto

Opciones

**-oPort** Especifica el número de puerto del servidor SSH

Ejemplo. Conectar al servidor SSH mediante sftp por el puerto 24

sftp –oPort=24 usuario\_remoto@ordenador\_remoto

Ejercicio. Configuración servicio SFTP “enjaulando” en su HOME al usuario usftp

Consideraciones previas

* El directorio del usuario tiene que pertenecer al usuario y grupo **root**
* Si se quiere permitir subir archivos al servidor, se deberá crear un directorio dentro del propio HOME del usuario
* Las directivas **Match user**, **ChrootDirectory** y **ForceCommand** tienen que especificarse tras la directiva **UsePAM**

**NOTA** Si se quiere encerrar más de un usuario a la vez en su HOME basta agregar tantas directivas **Match user** y **ChrootDirectory** como sea necesario

1. Crear un usuario para la conexión y configurar su HOME

sudo useradd –s /bin/bash usftp

sudo passwd usftp

sudo mkdir /home/usftp

sudo usermod –d /home/usftp usftp

1. Configurar el archivo /etc/ssh/sshd\_config

#Subsystem sftp /usr/lib/openssh/sftp-server

Subsystem sftp internal-sftp

Match user usftp

ChrootDirectory /home/usftp

ForceCommand internal-sftp

**Acceso remoto mediante claves RSA pública/privada**

Existe la posibilidad de permitir que un usuario acceda a un servidor **SSH** utilizando autentificación basada en un par de claves pública/privada

El comando para la creación de estas claves es

ssh-keygen –t tipo

Donde **tipo** puede ser **RSA** o **DSA**. En todo caso se nos pedirá una contraseña de acceso cifrada utilizando **DES3** a la clave privada, la cual puede dejarse vacía si no queremos introducirla cada vez

Los ficheros creados se guardan serán

|  |  |
| --- | --- |
| **FICHERO** | **DESCRIPCIÓN** |
| ~/.ssh/id\_rsa | Clave privada RSA para el protocolo SSH2 |
| ~/.ssh/id\_rsa.pub | Clave pública RSA para el protocolo SSH2 |
| ~/.ssh/id\_dsa | Clave privada DSA para el protocolo SSH2 |
| ~/.ssh/id\_dsa.pub | Clave privada DSA para el protocolo SSH2 |

Cuando queramos acceder a un ordenador remoto, además de que este esté configurado para permitir dicha autentificación, deberemos añadir al fichero **~/.ssh/authorized\_keys** en el usuario del servidor remoto la clave pública con la deseemos acceder

|  |  |  |
| --- | --- | --- |
| **OPCIÓN** | **DESCRIPCIÓN** | **VALOR POR DEFECTO** |
| PubkeyAuthentication | Permite la autenticación mediante claves públicas | yes |
| AuthorizedKeyFile | Fichero con las claves públicas usadas para la autenticación | %h/.shh/authorized\_keys |
| PasswordAuthentication | Permite la autentificación mediante password | yes |

Ejemplo. Crear un par de claves pública/privada **RSA** para acceder a un servidor remoto sin clave de paso

1. En el host cliente (desde donde nos queremos conectar) generamos el par claves pública/privada

ssh-keygen –t rsa

1. Copiamos la clave pública al host servidor (donde nos queremos conectar)

ssh-copy-id –i /home/usuario/.ssh/id\_rsa.pub usuario\_servidor@ip\_servidor

1. Asegurarnos de que el archivo **/etc/ssh/sshd\_config** admite conexiones mediante claves RSA

PubkeyAuthentication yes

#si queremos que todas las conexiones se realicen mediante claves públicas

PasswordAuthentication no

1. Conectarnos al servidor mediante ssh

ssh usuario\_servidor@ipservidor

**Asegurando el servicio openSSH mediante TCPWrappers**

Basta agregar el servicio **openSSH** en el archivo **hosts.allow**

Ejemplo. Permitir la ejecución del servicio **openSSH** a todos los ordenadores de la red

#HOSTS.ALLOW (/ETC)

sshd: ALL

**![denyhosts.png](data:image/png;base64,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)**

**DenyHOSTS** es un script python que permite asegurar entre otros, un servidor **openSSH** de intentos de acceso no autorizados, los cuales, en la mayoría de los casos se basan en ataques de fuerza bruta (método ensayo/error) o ataques basados en diccionario

**Instalación**

El paquete necesario para la instalación es **denyhosts**

**Inicio, parada y re inicio del servicio DenyHOSTS**

service denyhost start | stop | restart

**Ficheros de configuración**

Se encuentran en el directorio /etc/denyhosts.conf

**Opciones de configuración**

|  |  |  |
| --- | --- | --- |
| **OPCIONES GENERALES** | | |
| **OPCIÓN** | **DESCRIPCIÓN** | **DEFECTO** |
| SECURE\_LOG | Fichero log a partir del cual DenyHOSTS extrae información sobre posibles atacantes | /var/log/auth.log |
| HOSTS\_DENY | Fichero donde se filtrarán las direcciones IP filtradas | /etc/hosts.deny |
| PURGE\_DENY | Tiempo en el cual se desbloquearán las direcciones IP filtradas cuando se usa la opción --purge | nunca |
| BLOCK\_SERVICE | Define que servicios se bloquearán  Puede utilizarse la opción ALL | sshd |
| WORK\_DIR | Directorio de trabajo de denyHOSTS | /var/lib/denyhosts |
| **OPCIONES DE FILTRADO** | | |
| DENY\_THRESHOLD\_INVALID | Para una cuenta no existente en el sistema, intentos de autenticación fallidos necesarios para filtrar una dirección IP | 5 |
| DENY\_THRESHOLD\_VALID | Para una cuenta existente en el sistema, intentos de autenticación fallidos necesarios para filtrar una dirección IP | 10 |
| DENY\_THRESHOLD\_ROOT | Para la cuenta de usuario root, intentos de autenticación fallidos necesarios para filtrar una dirección IP | 1 |
| DENY\_THRESHOLD\_RESTRICTED | Para usuarios deshabilitados, intentos de autenticación fallidos necesarios para filtrar una dirección IP  Para utilizar esta opción, se tiene que crear un archivo con las cuentas que queremos denegar explícitamente. | 1 |

**Desbloquear “purgar” direcciones IP filtradas**

1. Detener el servicio denyHOSTS

sudo service denyhosts stop

1. Ejecutar el comando denyHOSTS con la opción --purge

sudo denyhosts --purge

**Ejercicios**

1. Configurar el servidor **openSSH** de forma que cumpla
   1. Permitir el acceso al servidor de todos los usuarios del sistema menos del usuario **root**
   2. Permitir solamente el acceso mediante el par de claves pública/privada
   3. Enjaular a dos usuarios en su HOME permitiendo que puedan subir archivos al servidor mediante **sftp**
   4. No permitir reenvío de conexiones X11
2. Suponiendo que nuestro servidor posee dos interfaces de red, uno público y otro privado de IP 192.168.1.xx, configurar **openSSH** de forma que cumpla
   1. Escuche peticiones tan solo a través de la interfaz privada
   2. Permitir tan solo la versión 2 del protocolo **SSH**
   3. Permitir reenvío de conexiones X11
   4. Permitir tan solo el acceso a los usuarios del grupo administración
3. Configurar el servidor **openSSH** de forma que cumpla
   1. Solo se permita la versión 2 del protocolo **SSH**
   2. Solo permitir el acceso de dos usuarios ussh y usshbis y deniegue a cualquier otro usuario incluido **root**
   3. Al acceder al sistema, se deberá mostrar un mensaje de acceso. Ejemplo gracias por utilizar mi servidor SSH
   4. Permitir el intento de acceso simultaneo al servidor de solo un usuario
   5. Habilitar la posibilidad de que uno de los usuarios pueda acceder, desde otro ordenador, sin necesidad de introducir contraseña