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## The alleged activities carried out by the five Chinese military officers

From 2006-2014, defendants Wang Dong, Sun Kailiang, Wen Xinyu, Huang Zhenyu, and Gu Chunhui, who were officers in Unit 61398 of the Third Department of the Chinese People’s Liberation Army, were allegedly involved in a hacking conspiracy that targeted Westinghouse Electric Co.; U.S. subsidiaries of Solar World AG; United States Steel Corp.; Allegheny Technologies Inc.; the United Steel, Paper and Forestry, Rubber, Manufacturing, Energy, Allied Industrial, and Service Workers International Union; and Alcoa, Inc.

## Damages inflicted on the victims

## The Chinese government's response

## The current status of the case

[Five Chinese Military Hackers Charged with Cyber Espionage Against U.S. — FBI](https://www.fbi.gov/news/stories/five-chinese-military-hackers-charged-with-cyber-espionage-against-us)
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