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In the 2016 US Election, there are two cyber attacks on the US government. First, The Democratic National Committee (DNC) experienced a traumatic data breach as per private emails. The subjects of the emails appear that the DNC is biased against presidential candidate Bernie Sanders and in favor of Hillary Clinton.

The second attack was an Advanced Persistent Attack (APT) including the distributed denial of service (DDoS) attack on Hilary’s website; PSYOPS used bots to spread fake news about Hilary Clinton’s health condition, her political involvement, her emails probe, and foreign political involvement.

Several US Government agencies believe Rusian Intelligence involves in these attacks.

# Cyber Kill Changes in the 2016 Election

I may conclude the first cyberattack can combine with the second one and the target is presidential candidate Hillary Clinton. The attack progressed through each phase of the Cyber Kill Chain.

* Reconnaissance: President Putin (or Russia) acknowledges Hillary Clinton as a threat to his power. Therefore, she is the target of the cyber attack.
* Weaponize: The weapon in this scenario is the information that the hacker obtains from the DNC; the DDoS attack on Clinton’s website, the bot to spread the fake news, and the PSYOPS toward Clinton’s email scandal
* Delivery: The method used in DNC’s data breach is spear-phishing. It was believed they gain access to some high-level staff to gain access to the DNC’s server. Also, PSYOPS was delivered through Twitter and other social media platforms through bots. All attack was conducted on large scale by expert.
* Exploit: According to the Office of Public Affairs (2018), hundreds of phishing emails were sent to "hillaryclinton.com" emails, DNC emails, and Gmail accounts used by the Clinton campaign. This allows hackers to gain access to John Podesta's (a Clinton campaign chairman) email accounts. On April 12 of 2016, hackers gained access to the Democratic Congressional Campaign Committee (DDDC) server. On April 18 of 2016, hackers gained access to the (DNC) server. This is how hackers gained temporary Control of the’s DNC system.
* Install: According to (3), GRU compromises more than 30 computers on the DNC network, infecting them with malware. That is how they get access to mass data and transfer thousands of emails out of the server.
* Command and Control:  Control was maintained until they get what they want
* Act on Objective: Hackers created a domain to release stolen documents. When DNC announces the breach and theft of documents, DCLeaks and Guccifer 2.0 (both aliases of the Russian cyber military group) begin to communicate with WikiLeaks about releasing the data online. This creates serious damage to the 2016 election and the reputation of the president candidates (especially Hillary Clinton)
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