* netsh interface teredo set state disabled

Securing Groups and Builtin Accounts DO Thirdish

<https://technet.microsoft.com/en-us/library/cc700835.aspx>

AD DS Least Privilege

<https://technet.microsoft.com/en-us/windows-server-docs/identity/ad-ds/plan/security-best-practices/implementing-least-privilege-administrative-models>

<https://technet.microsoft.com/en-us/windows-server-docs/identity/ad-ds/manage/component-updates/appendix-i--creating-management-accounts-for-protected-accounts-and-groups-in-active-directory>

Auditing Policy

[https://technet.microsoft.com/en-us/library/cc731607(v=ws.10).aspx](https://technet.microsoft.com/en-us/library/cc731607%28v=ws.10%29.aspx)

<http://searchsecurity.techtarget.com/tip/A-primer-for-user-privilege-management-in-Windows-Server-2008>

Auditing Recommendations

<https://technet.microsoft.com/windows-server-docs/identity/ad-ds/plan/security-best-practices/audit-policy-recommendations>

Pass the hash

<http://www.infoworld.com/article/2608575/security/windows-admins-get-new-tools-against-pass-the-hash-attacks.html>

Security Compliance Manager Download

<https://technet.microsoft.com/library/cc677002.aspx>

AppLocker Documentation

<https://technet.microsoft.com/en-us/library/dd759117(v=ws.11).aspx>

<https://technet.microsoft.com/en-us/library/hh994629(v=ws.11).aspx>

Securing Privileged Accounts

* <https://technet.microsoft.com/en-us/windows-server-docs/identity/ad-ds/plan/security-best-practices/appendix-e--securing-enterprise-admins-groups-in-active-directory>
* <https://technet.microsoft.com/en-us/windows-server-docs/identity/ad-ds/plan/security-best-practices/appendix-f--securing-domain-admins-groups-in-active-directory>
* <https://technet.microsoft.com/en-us/windows-server-docs/identity/ad-ds/plan/security-best-practices/appendix-g--securing-administrators-groups-in-active-directory>
* <https://technet.microsoft.com/windows-server-docs/identity/ad-ds/plan/security-best-practices/appendix-h--securing-local-administrator-accounts-and-groups>
* <https://technet.microsoft.com/en-us/windows-server-docs/identity/ad-ds/plan/security-best-practices/appendix-d--securing-built-in-administrator-accounts-in-active-directory>

Events to Monitor

<https://technet.microsoft.com/windows-server-docs/identity/ad-ds/plan/appendix-l--events-to-monitor>

Editing Logon Message for Users

[**https://prajwaldesai.com/how-to-configure-legal-notices-on-domain-computers-using-group-policy/**](https://prajwaldesai.com/how-to-configure-legal-notices-on-domain-computers-using-group-policy/)

**Edit Local Admin Name**

<https://technet.microsoft.com/en-us/library/jj852273(v=ws.11).aspx>